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will flag such shipments for the kind of inspection 
that requires flashlights and magnifying glasses—so 
not even one weed seed crosses the border.

Today, the NACTU provides targeting support to 
all CBP environments—air, sea, and land ports 
of entry—including rail and truck crossings 
and international mail and express consignment 
facilities. Its weapon of choice: CBP’s Automated 
Targeting System, or ATS.

ATS is a Department of Homeland Security 
computer system that applies “risk assessment” 
principles for comparing traveler, cargo, and 
conveyance information against law enforcement 
intelligence and other enforcement data. Based on 
ATS data, CBP identifies people and cargo that may 
require additional scrutiny, while facilitating the 
entry of low-risk commodities.

Focused squarely on agriculture, the NACTU does 
not perform targeting activities for other trade 
issues, such as potential violations of intellectual 
property rights or antidumping and countervailing 
duty evasion. But the NACTU does collaborate 
regularly with other targeting organizations 
by referring intelligence to relevant targeting 
units, such as CBP’s 10 industry-specific Centers 
of Excellence and Expertise or the Commercial 
Targeting and Analysis Center.

Taking aim
Besides conducting national agriculture quarantine 
targeting, the NACTU provides field support and 
targeting oversight for cargo pathways nationwide. 
The NACTU has assumed a field support role and 
is available via direct field support line 7 days a 
week to provide guidance, and assist with research 
requests to analyze field intelligence.

NACTU also functions as a clearinghouse of sorts, 
facilitating the communication of observed risk 
across all port locations. The quarantine activities at 
the Port of Baltimore, for example, have influenced 
exams in other port locations.

Here is how it works: the high numbers of FNW 
interceptions on metal commodities and containers 
in Baltimore—like those found by Garnier, Morris, 
and Taylor—are reviewed by the NACTU’s analysts 
at the NTC. Certain data about these shipments are 
applied to a national “user defined rule.” The rule is 
used to identify shipments that might require extra 
scrutiny by agriculture specialists in other locations.

Collocation at the NTC makes it easier to share 
information, and the NACTU collaborates regularly 
with CBP’s other targeting personnel by referring 
intelligence to the relevant targeting units and 
centers. “Increasing collaboration with partner 

CBP’s agriculture specialists often find pests 
burrowed into wood packaging material, 
such as cargo pallets. Here, one of the 

specialists uses a penknife to examine signs 
of insect activity. Photo by Glenn Fawcett

government agencies and industry stakeholders 
really enhances CBP’s ability to execute its 
agriculture mission,” says Nidhi Singla, the NACTU’s 
branch chief.

Each pathway—air, land, sea, and international 
express consignment—poses its own challenges, 
Singla explains. Land border commercial cargo 
is especially difficult. While manifests for cargo 
ships or planes are available a day or two—or 
even weeks—before the cargo arrives, manifests 
for shipments arriving by truck or rail are often 
available for analysis only a few hours before the 
goods get here.

Then there are the challenges posed by 
“intermodal” pathways. Say a shipment destined for 
San Diego arrives in Mexico’s Manzanillo seaport 
on the Pacific Ocean from Hong Kong. It might 
then be offloaded and placed on a train and sent 
northbound to Tijuana, where it might be offloaded 
again and divided onto trucks before crossing the 

border to San Diego. The NACTU targeters need 
to make sure that the manifests for this shipment 
remain consistent.

Significantly, the NACTU does not replace the local 
port’s targeting operations. Instead, the unit helps 
to focus CBP on critical and higher-risk agriculture 
quarantine inspections, providing extra capacity for 
agriculture quarantine targeting. “The NACTU is a 
force multiplier. It augments the targeting efforts 
that are already in place at the ports,” according to 
Singla.

Hitting the mark
The NACTU tries to identify potential first-time 
violators as well as repeat offenders. By looking at 
all the different parameters involved in a violative 
shipment, NACTU targeters can flag future 
shipments for closer inspection. That’s how they 
found the rooster eggs also known as “hatching” 
eggs.  

A CBP agriculture specialist at the Port of 
Baltimore looks at cargo container exteriors. 
Photo by Glenn Fawcett
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Compared to other illicit materials—such as 
synthetic opioids, for example—rooster eggs might 
seem harmless. But eggs can carry diseases such 
as exotic Newcastle disease, or END, and highly 
pathogenic avian influenza, H5N1, a form of avian 
influenza, or “bird flu.”

The bird flu has killed millions of poultry 
throughout Asia, Europe, and Africa, and there have 
been hundreds of cases involving bird-to-human 
transmission. In the U.S., an outbreak of END in 
2002-2003 resulted in the destruction of more 
than 3.5 million birds at a cost of more than $160 
million before the disease was contained.

Hatching eggs can show up anytime, anywhere. But 
certain types of interceptions are seasonal. Ykeisha 
Horton, a NACTU operations manager who joined 
CBP at the Houston, Texas, seaport in 2007, explained 

that the NACTU targeters are mindful of the weather 
patterns, cultural religious observances, and historical 
trends of a shipment’s country of origin.

Every spring, for example, Chinese Americans 
celebrate the Autumn Moon Festival. CBP sees 
a spike in the number of “moon cakes” being 
imported into the U.S.—pastries that sometimes 
contain partially cooked egg or meat stuffing. 
Depending on the origin of the cakes, and 
whether the importer can prove that the filling is 
permissible, CBP can seize the delicacies.

Deceptions and distractions
The NACTU’s targeters also know that violators 
learn from their mistakes. “Changing parameters 
is common and staying on top of these changes is 
imperative for NACTU’s success,” noted Horton. 
This practice, called “mis-manifesting,” makes 
it especially difficult to target future potential 
violations.

Jacob Rodler, another NACTU agriculture operations 
manager, noted that mis-manifesting is quite 
common in the express mail pathway. Take those 
eggs, for example. Their distinctive shapes might 
prompt a smuggler to list them on the manifest 
as something else entirely—golf balls, perhaps—
anything that might look normal during an X-ray 
inspection, Rodler explained.  

Meat might be mis-manifested as “tee-shirts.” Or 
a shipment of “vases” could turn out to be eels. 
The NACTU referred the shipment of “vases” 
only because it had observed certain patterns that 
suggested the parcel might contain prohibited 
meat. Generally, CBP agriculture specialists might 
encounter eels during the standard inspection 
process, and eels are promptly turned over to the 
Fish and Wildlife Service. These eels suffered the 
same fate, despite the manifest’s label as T-shirts.  

Another danger: “port-shopping.” This occurs when 
shippers choose U.S. ports based on whether they 
believe they can bypass examinations. Let’s say 
shippers who have been sending goods through 
the Newark, N.J., seaport have run into problems 

Eggs that do not have the proper import permits are prohibited 
because they can carry diseases that could harm U.S. poultry, 
wild birds, and even people. Photo by CBP

because agriculture specialists there have found pests 
or contraband in their cargo. The shippers might 
switch destinations to a different seaport—maybe a 
smaller one—hoping that inspection resources there 
might be stretched thin enough to miss prohibited 
material, whether contraband or pest or weed seed, 
that might get the shipment rejected.

What these shippers don’t know is that the NACTU 
is way ahead of them. The NACTU is able to detect 
and analyze changes in shipping patterns, and it can 
warn other ports to give these shippers’ cargo an 
extra look.

The eco-stakes:  
economy and ecology
Besides protecting native flora and fauna from 
invasive pests, plants, and diseases, the NACTU’s 
work also protects endangered species on the other 
side of the world.

Many plant and animal species are protected 
under the Convention on International Trade in 
Endangered Species, or CITES. This international 
pact aims to ensure that trade in specimens of wild 
animals and plants does not jeopardize their survival 
in the wild.

NACTU Agriculture Operations Manager Nancy 
Pinder recalled receiving port information regarding 
a seizure of orchids from Thailand. A passenger 
arrived at an airport and the agriculture inspection 
revealed 72 plant species and 14 seed species in the 
traveler’s luggage.

Knowledge obtained from the passenger pathway 
often helps in seizing shipments of prohibited 
agriculture commodities in the cargo pathway. 
NACTU targeters use what is called “link analysis,” 
which evaluates relationships between objects, 
organizations, people, places, or transactions. They 
also collaborate with the agriculture specialists at 
the local ports.

“When CBP agriculture specialists seize certain 
plants protected under CITES, the plants are sent to 
USDA for final identification and then destroyed to 
prevent any possibility that invasive pests or diseases 
will be released into our environment,” Pinder 
explained. Why not send the endangered plants back 
to Thailand? Destroying them ensures that they do 
not go back to their native environment bearing any 
pests that could hurt the species or other indigenous 
plants.

But the NACTU protects not just ecosystems; it also 
protects our economy. Pinder offers a short history 
lesson: “In the early 80s, there was an outbreak 

These eels were smuggled in a shipment 
of crystal vases. Photo by CBP
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CBP’s Southwest border wall program took a huge 
leap forward this past month when the agency 
awarded contracts to construct eight wall prototypes 
in support of the U.S. Border Patrol’s requirements. 
The prototypes, under construction in San Diego 
Sector, are expected to be between 18 and 30 
feet high with an average cost of $450,000. CBP 
awarded four contracts Aug. 31 for concrete wall 
prototypes and another four Sept.7 for prototypes 
made of other materials.

These prototypes will serve two important ends: 
to deter illegal border crossings and to allow CBP 
to evaluate the new wall designs for improvements 
in denying or impeding illegal entry. As the border 
security environment continues to evolve, CBP 
continues to refresh its border barrier design toolkit.

In order for wall prototype designs to be added to 
CBP’s existing toolkit, they must meet the Border 

Patrol’s operational requirements. “We’ll look at 
things like aesthetics, how penetrable they are, 
how resistant they are to tampering and then 
scaling or anti-climb features,” CBP Acting Deputy 
Commissioner Ronald D. Vitiello said during the 
announcement. CBP evaluators will use power 
and hand tools and other methods they expect 
transnational criminals to employ against the 
barrier.

Six vendors will construct the eight prototypes, 
with two companies building examples of both.  
These companies are Caddell Construction Co. of 
Montgomery, Alabama; KWR Construction of Sierra 
Vista, Arizona; ELTA North America Inc. of Annapolis 
Junction, Maryland; W. G. Yates & Sons Construction 
Company of Philadelphia, Mississippi; Fisher Sand 
& Gravel Co. of Tempe, Arizona; and Texas Sterling 
Construction Co. of Houston, Texas.

By Paul Koscak

CONSTRUCTION 
UNDERWAY for 
PROTOTYPE  
WALL DESIGNS
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Border Patrol requirements
The U.S. Border Patrol has identified 12 master 
capabilities required to gain and maintain 
operational control of the Southwest Border. The 
four capabilities that consistently rank highest 
among Border Patrol sectors are domain awareness, 
impedance and denial, access and mobility, and 
mission readiness. Technology supports domain 
awareness, which gives agents visibility of anything 
approaching the border. Impedance and denial 
is provided by the border barriers.  Access and 
mobility include the infrastructure and roads that 
allow Border Patrol agents to move along the border 
and respond more quickly. Lastly, mission readiness 
is the training and other tools the Border Patrol uses 
in law enforcement, Acting Deputy Commissioner 
Vitiello told reporters at a recent press conference.

The border wall supports impedance and denial. 
A major factor in determining where investments 
in impedance and denial would be most effective 
is referred to as “vanishing time,” which is the 
distance between the border and the point at which 
an illegal border crosser could blend into the local 
populace. Vanishing times are often particularly 
short in urban areas, Blaine Sector Chief Jerry 
“Brian” Martin noted. 

For fiscal year 2018, the Department of Homeland 
Security has requested $1.57 billion for wall 
projects covering approximately 74 miles along 
the Rio Grande Valley, Texas, and San Diego borders 
with Mexico. In Rio Grande Valley Sector, CBP 
would construct a border wall system that includes 
a concentrated combination of infrastructure such 
as wall, lighting, enforcement cameras, linear 
detection technology and all-weather roads. This 
system creates an enforcement zone, within which 

Border Patrol agents patrol next to the secondary 
pedestrian wall watching for suspicious activity along 

the border in San Diego. The land extending to the 
bollard primary wall to the left, about 150 feet away, 

forms an enforcement zone. Photo by Donna Burton
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Ground-breaking software developed by the 
Johns Hopkins Applied Physics Laboratory is 
giving Air and Marine Operations agents the 
edge in combating international smugglers intent 
on evading law enforcement. Minotaur, as the 
software is called, links sensors, cameras, radar and 
communications equipment into a single, more 
automated system, allowing operators to more 
efficiently identify and track any suspicious or 
illegal activity on both land and sea.

By digitally combining the surveillance devices, 
many redundant, time-consuming, manual tasks—
such as turning the cameras to track a suspect—are 
now automatic. Minotaur can track hundreds of 
suspects at once. The upgrade makes surveillance far 
more efficient while giving operators tremendous 
options to identify suspicious activity, explained 
Mark Erwin, AMO’s Minotaur project manager. 
“Before you had to slew the camera to the subject, 

which took about four minutes,” he said. “Now, it’s 
just four seconds to lock in. That’s a big deal.”

Minotaur looks and operates like gaming software, 
driven by multiple windows, a mouse and 
keyboard. From the air, the operator’s monitor can 
show thousands of dots, each a vessel of some kind 
on the water. To the right, a vertical band contains 
symbols for dozens of commands and filters. If the 
operator enters the speed, direction or the size of 
a vessel typical of a smuggler, immediately only 
the dots fitting those requirements remain on the 
screen. When an operator zooms in on a likely 
subject, a box pops up with the vessel’s information. 
Click on another symbol and the vessel’s image 
appears. Other symbols allow the operator to give 
the dot a particular color and shape. Over land, 
vehicles and people can be viewed the same way 
and the software can tell apart people from animals, 
such as cows on an open range. 

INNOVATIVE TECH HELPS 
COMBAT SMUGGLERS

By Paul Koscak

An Air and Marine Operations crew 
aboard a King Air 350, uses the Minotaur, 
which links sensors, cameras, radar and 
communications equipment into a single 
system. Photo by Ozzy Trevino

Among Minotaur’s important features, operators 
can replay anything on the screen and returning 
crews can show the next crew exactly what 
they accomplished and where to continue the 
reconnaissance. With the current software, that 
information is lost as soon as the equipment is shut 
down. Through a satellite link, Minotaur provides 
text communications, an especially useful feature 
because of aircraft noise. Unlike radio, the link 
doesn’t require a line-of-sight signal.

Minotaur is installed with minimal effort, since 
the software is delivered already uploaded on 
a computer that plugs into the surveillance 
hardware. For operators, training is just learning 
the differences between the current system and 
Minotaur.

Erwin said the advances “free operators to do more 
law enforcement” and gives them more time to 
assist with the flight. They can look outside to scan 
for other aircraft or handle communications with 
the AMOC, CBP’s Air and Marine Operations Center 
in Riverside, California. That support reduces the 
pilot’s workload, making for a safer flight.

Minotaur has been years in the making. In 2006, the 
Navy approached AMO to help test airborne sensors 
that identified vessels. After flying with the software, 
AMO realized it could be modified to catch 
smugglers and border crossers. Through the Navy’s 

contract with the Johns Hopkins University Applied 
Physics Laboratory, AMO directed the laboratory 
in crafting software with the features needed to 
supercharge its surveillance abilities.

Without this technology, spotting the bad guys 
would be more by chance, according to Mike 
Delaney, a laboratory engineer who helped manage 
the software project. Minotaur also saves money 
because it’s designed for law enforcement and 
interdiction, which fit both Department of Defense 
and Department of Homeland Security missions, so 
costs can be shared, he said. 

So far, AMO has tested the software on DHC-8, 
P-3 Orion and the unmanned Predator aircraft. 
Currently, two Minotaur-furnished King Air 350s 
operate from AMO’s Jacksonville, Florida, air 
branch and plans call for acquiring up to 40 King 
Airs equipped with the software. For now, data 
and communications from Jacksonville flights go 
directly to the AMOC and then to AMO branch 
locations.

Detection Enforcement Officer Ned Leonard is one 
of the operators. “I’m impressed by the look and 
feel of the software,” he noted. “You can divide the 
screen into subpanels. You can overlay images. This 
eliminates having two monitors and having to look 
up and down. The mapping is really great.”

A King Air 350, flown by Air and Marine 
Operations, monitors other aircraft, vessels, 

and vehicles on land. Photo by Alex Zamorra
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H. R. 244—299 

for protection activities directly and demonstrably associated with 
any residence of the President that is designated or identified 
to be secured by the United States Secret Service. 

(b) Funds under subsection (a) shall be available only for costs 
that a State or local agency— 

(1) incurs after January 20, 2017, and before October 1, 
2017; 

(2) can demonstrate to the Administrator as being— 
(A) in excess of the costs of normal and typical law 

enforcement operations; 
(B) directly attributable to the provision of protection 

described herein; and 
(C) associated with a non-governmental property des-

ignated or identified to be secured by the United States 
Secret Service pursuant to section 3 or section 4 of the 
Presidential Protection Assistance Act of 1976 (Public Law 
94–524); and 
(3) certifies to the Administrator as being for protection 

activities requested by the Director of the United States Secret 
Service. 
(c) For purposes of subsection (a), a designation or identification 

of a property to be secured under subsection (b)(2)(C) made after 
incurring otherwise eligible costs shall apply retroactively to 
January 20, 2017. 

(d) The Administrator may establish written criteria consistent 
with subsections (a) and (b). 

(e) None of the funds provided shall be for hiring new or 
additional personnel. 

(f) The Inspector General of the Department of Homeland Secu-
rity shall audit reimbursements made under this section. 

TITLE VI 

DEPARTMENT OF HOMELAND SECURITY—ADDITIONAL 
APPROPRIATIONS 

SECURITY, ENFORCEMENT, AND INVESTIGATIONS 

U.S. CUSTOMS AND BORDER PROTECTION 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$274,813,000, to remain available until September 30, 2018, which 
shall be available as follows: 

(1) $91,315,000 for border security technology deployment; 
(2) $47,500,000 to address facilities maintenance backlogs; 
(3) $65,400,000 for improving hiring processes for Border 

Patrol Agents, Customs Officers, and Air and Marine personnel, 
and for relocation enhancements; 

(4) $22,400,000 for border road maintenance; and 
(5) $48,198,000 for surge operations. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’, $497,400,000, to remain available until September 

E - FY 2017 Appropriations Reporting Requirement.pdf for Printed Item: 402 ( Attachment 6 of 7)

Page 39 of 6020

CBP FOIA 004978



H. R. 244—300 

30, 2021, which shall be available based on the highest priority 
border security requirements as follows: 

(1) $341,200,000 to replace approximately 40 miles of 
existing primary pedestrian and vehicle border fencing along 
the southwest border using previously deployed and operation-
ally effective designs, such as currently deployed steel bollard 
designs, that prioritize agent safety; and to add gates to existing 
barriers; 

(2) $78,800,000 for acquisition and deployment of border 
security technology; and 

(3) $77,400,000 for new border road construction: 
Provided, That the Secretary of Homeland Security shall, not later 
than 90 days after the date of enactment of this Act, submit to 
the Committees on Appropriations of the Senate and the House 
of Representatives a risk-based plan for improving security along 
the borders of the United States, including the use of personnel, 
fencing, other forms of tactical infrastructure, and technology, 
that— 

(1) defines goals, objectives, activities, and milestones; 
(2) includes a detailed implementation schedule with esti-

mates for the planned obligation of funds for fiscal year 2017 
through fiscal year 2021 that are linked to the milestone- 
based delivery of specific— 

(A) capabilities and services; 
(B) mission benefits and outcomes; 
(C) program management capabilities; and 
(D) lifecycle cost estimates; 

(3) describes how specific projects under the plan will 
enhance border security goals and objectives and address the 
highest priority border security needs; 

(4) identifies the planned locations, quantities, and types 
of resources, such as fencing, other physical barriers, or other 
tactical infrastructure and technology; 

(5) includes a description of the methodology and analyses 
used to select specific resources for deployment to particular 
locations that includes— 

(A) analyses of alternatives, including comparative 
costs and benefits; 

(B) effects on communities and property owners near 
areas of infrastructure deployment; and 

(C) other factors critical to the decision-making process; 
(6) identifies staffing requirements, including full-time 

equivalents, contractors, and detailed personnel, by activity; 
(7) identifies performance metrics for assessing and 

reporting on the contributions of border security capabilities 
realized from current and future investments; 

(8) reports on the status of the Department of Homeland 
Security’s actions to address open recommendations by the 
Office of Inspector General and the Government Accountability 
Office related to border security, including plans, schedules, 
and associated milestones for fully addressing such rec-
ommendations; and 

(9) includes certifications by the Under Secretary for 
Management, including all documents, memoranda, and a 
description of the investment review and information tech-
nology management oversight and processes supporting such 
certifications, that— 
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(A) the program has been reviewed and approved in 
accordance with an acquisition review management process 
that complies with capital planning and investment control 
and review requirements established by the Office of 
Management and Budget, including as provided in Circular 
A–11, part 7; and 

(B) all planned activities comply with Federal acquisi-
tion rules, requirements, guidelines, and practices. 

U.S. IMMIGRATION AND CUSTOMS ENFORCEMENT 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$236,908,000, to remain available until September 30, 2018, of 
which $147,870,000 shall be available for custody operations; of 
which $57,392,000 shall be available for alternatives to detention; 
and of which $31,646,000 shall be available for transportation and 
removal operations. 

UNITED STATES SECRET SERVICE 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$58,012,000, to remain available until September 30, 2017. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’ for necessary expenses for Presidential security, 
$72,988,000, of which $22,988,000 shall remain available until Sep-
tember 30, 2019, and of which $50,000,000 shall remain available 
until September 30, 2021. 

ADMINISTRATIVE PROVISIONS—THIS TITLE 

SEC. 601. Notwithstanding any other provision of law, funds 
made available in this title are in addition to amounts appropriated 
or otherwise made available for the Department of Homeland Secu-
rity for fiscal year 2017. 

This division may be cited as the ‘‘Department of Homeland 
Security Appropriations Act, 2017’’. 
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for protection activities directly and demonstrably associated with 
any residence of the President that is designated or identified 
to be secured by the United States Secret Service. 

(b) Funds under subsection (a) shall be available only for costs 
that a State or local agency— 

(1) incurs after January 20, 2017, and before October 1, 
2017; 

(2) can demonstrate to the Administrator as being— 
(A) in excess of the costs of normal and typical law 

enforcement operations; 
(B) directly attributable to the provision of protection 

described herein; and 
(C) associated with a non-governmental property des-

ignated or identified to be secured by the United States 
Secret Service pursuant to section 3 or section 4 of the 
Presidential Protection Assistance Act of 1976 (Public Law 
94–524); and 
(3) certifies to the Administrator as being for protection 

activities requested by the Director of the United States Secret 
Service. 
(c) For purposes of subsection (a), a designation or identification 

of a property to be secured under subsection (b)(2)(C) made after 
incurring otherwise eligible costs shall apply retroactively to 
January 20, 2017. 

(d) The Administrator may establish written criteria consistent 
with subsections (a) and (b). 

(e) None of the funds provided shall be for hiring new or 
additional personnel. 

(f) The Inspector General of the Department of Homeland Secu-
rity shall audit reimbursements made under this section. 

TITLE VI 

DEPARTMENT OF HOMELAND SECURITY—ADDITIONAL 
APPROPRIATIONS 

SECURITY, ENFORCEMENT, AND INVESTIGATIONS 

U.S. CUSTOMS AND BORDER PROTECTION 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$274,813,000, to remain available until September 30, 2018, which 
shall be available as follows: 

(1) $91,315,000 for border security technology deployment; 
(2) $47,500,000 to address facilities maintenance backlogs; 
(3) $65,400,000 for improving hiring processes for Border 

Patrol Agents, Customs Officers, and Air and Marine personnel, 
and for relocation enhancements; 

(4) $22,400,000 for border road maintenance; and 
(5) $48,198,000 for surge operations. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’, $497,400,000, to remain available until September 
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30, 2021, which shall be available based on the highest priority 
border security requirements as follows: 

(1) $341,200,000 to replace approximately 40 miles of 
existing primary pedestrian and vehicle border fencing along 
the southwest border using previously deployed and operation-
ally effective designs, such as currently deployed steel bollard 
designs, that prioritize agent safety; and to add gates to existing 
barriers; 

(2) $78,800,000 for acquisition and deployment of border 
security technology; and 

(3) $77,400,000 for new border road construction: 
Provided, That the Secretary of Homeland Security shall, not later 
than 90 days after the date of enactment of this Act, submit to 
the Committees on Appropriations of the Senate and the House 
of Representatives a risk-based plan for improving security along 
the borders of the United States, including the use of personnel, 
fencing, other forms of tactical infrastructure, and technology, 
that— 

(1) defines goals, objectives, activities, and milestones; 
(2) includes a detailed implementation schedule with esti-

mates for the planned obligation of funds for fiscal year 2017 
through fiscal year 2021 that are linked to the milestone- 
based delivery of specific— 

(A) capabilities and services; 
(B) mission benefits and outcomes; 
(C) program management capabilities; and 
(D) lifecycle cost estimates; 

(3) describes how specific projects under the plan will 
enhance border security goals and objectives and address the 
highest priority border security needs; 

(4) identifies the planned locations, quantities, and types 
of resources, such as fencing, other physical barriers, or other 
tactical infrastructure and technology; 

(5) includes a description of the methodology and analyses 
used to select specific resources for deployment to particular 
locations that includes— 

(A) analyses of alternatives, including comparative 
costs and benefits; 

(B) effects on communities and property owners near 
areas of infrastructure deployment; and 

(C) other factors critical to the decision-making process; 
(6) identifies staffing requirements, including full-time 

equivalents, contractors, and detailed personnel, by activity; 
(7) identifies performance metrics for assessing and 

reporting on the contributions of border security capabilities 
realized from current and future investments; 

(8) reports on the status of the Department of Homeland 
Security’s actions to address open recommendations by the 
Office of Inspector General and the Government Accountability 
Office related to border security, including plans, schedules, 
and associated milestones for fully addressing such rec-
ommendations; and 

(9) includes certifications by the Under Secretary for 
Management, including all documents, memoranda, and a 
description of the investment review and information tech-
nology management oversight and processes supporting such 
certifications, that— 
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(A) the program has been reviewed and approved in 
accordance with an acquisition review management process 
that complies with capital planning and investment control 
and review requirements established by the Office of 
Management and Budget, including as provided in Circular 
A–11, part 7; and 

(B) all planned activities comply with Federal acquisi-
tion rules, requirements, guidelines, and practices. 

U.S. IMMIGRATION AND CUSTOMS ENFORCEMENT 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$236,908,000, to remain available until September 30, 2018, of 
which $147,870,000 shall be available for custody operations; of 
which $57,392,000 shall be available for alternatives to detention; 
and of which $31,646,000 shall be available for transportation and 
removal operations. 

UNITED STATES SECRET SERVICE 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$58,012,000, to remain available until September 30, 2017. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’ for necessary expenses for Presidential security, 
$72,988,000, of which $22,988,000 shall remain available until Sep-
tember 30, 2019, and of which $50,000,000 shall remain available 
until September 30, 2021. 

ADMINISTRATIVE PROVISIONS—THIS TITLE 

SEC. 601. Notwithstanding any other provision of law, funds 
made available in this title are in addition to amounts appropriated 
or otherwise made available for the Department of Homeland Secu-
rity for fiscal year 2017. 

This division may be cited as the ‘‘Department of Homeland 
Security Appropriations Act, 2017’’. 
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for protection activities directly and demonstrably associated with 
any residence of the President that is designated or identified 
to be secured by the United States Secret Service. 

(b) Funds under subsection (a) shall be available only for costs 
that a State or local agency— 

(1) incurs after January 20, 2017, and before October 1, 
2017; 

(2) can demonstrate to the Administrator as being— 
(A) in excess of the costs of normal and typical law 

enforcement operations; 
(B) directly attributable to the provision of protection 

described herein; and 
(C) associated with a non-governmental property des-

ignated or identified to be secured by the United States 
Secret Service pursuant to section 3 or section 4 of the 
Presidential Protection Assistance Act of 1976 (Public Law 
94–524); and 
(3) certifies to the Administrator as being for protection 

activities requested by the Director of the United States Secret 
Service. 
(c) For purposes of subsection (a), a designation or identification 

of a property to be secured under subsection (b)(2)(C) made after 
incurring otherwise eligible costs shall apply retroactively to 
January 20, 2017. 

(d) The Administrator may establish written criteria consistent 
with subsections (a) and (b). 

(e) None of the funds provided shall be for hiring new or 
additional personnel. 

(f) The Inspector General of the Department of Homeland Secu-
rity shall audit reimbursements made under this section. 

TITLE VI 

DEPARTMENT OF HOMELAND SECURITY—ADDITIONAL 
APPROPRIATIONS 

SECURITY, ENFORCEMENT, AND INVESTIGATIONS 

U.S. CUSTOMS AND BORDER PROTECTION 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$274,813,000, to remain available until September 30, 2018, which 
shall be available as follows: 

(1) $91,315,000 for border security technology deployment; 
(2) $47,500,000 to address facilities maintenance backlogs; 
(3) $65,400,000 for improving hiring processes for Border 

Patrol Agents, Customs Officers, and Air and Marine personnel, 
and for relocation enhancements; 

(4) $22,400,000 for border road maintenance; and 
(5) $48,198,000 for surge operations. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’, $497,400,000, to remain available until September 
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30, 2021, which shall be available based on the highest priority 
border security requirements as follows: 

(1) $341,200,000 to replace approximately 40 miles of 
existing primary pedestrian and vehicle border fencing along 
the southwest border using previously deployed and operation-
ally effective designs, such as currently deployed steel bollard 
designs, that prioritize agent safety; and to add gates to existing 
barriers; 

(2) $78,800,000 for acquisition and deployment of border 
security technology; and 

(3) $77,400,000 for new border road construction: 
Provided, That the Secretary of Homeland Security shall, not later 
than 90 days after the date of enactment of this Act, submit to 
the Committees on Appropriations of the Senate and the House 
of Representatives a risk-based plan for improving security along 
the borders of the United States, including the use of personnel, 
fencing, other forms of tactical infrastructure, and technology, 
that— 

(1) defines goals, objectives, activities, and milestones; 
(2) includes a detailed implementation schedule with esti-

mates for the planned obligation of funds for fiscal year 2017 
through fiscal year 2021 that are linked to the milestone- 
based delivery of specific— 

(A) capabilities and services; 
(B) mission benefits and outcomes; 
(C) program management capabilities; and 
(D) lifecycle cost estimates; 

(3) describes how specific projects under the plan will 
enhance border security goals and objectives and address the 
highest priority border security needs; 

(4) identifies the planned locations, quantities, and types 
of resources, such as fencing, other physical barriers, or other 
tactical infrastructure and technology; 

(5) includes a description of the methodology and analyses 
used to select specific resources for deployment to particular 
locations that includes— 

(A) analyses of alternatives, including comparative 
costs and benefits; 

(B) effects on communities and property owners near 
areas of infrastructure deployment; and 

(C) other factors critical to the decision-making process; 
(6) identifies staffing requirements, including full-time 

equivalents, contractors, and detailed personnel, by activity; 
(7) identifies performance metrics for assessing and 

reporting on the contributions of border security capabilities 
realized from current and future investments; 

(8) reports on the status of the Department of Homeland 
Security’s actions to address open recommendations by the 
Office of Inspector General and the Government Accountability 
Office related to border security, including plans, schedules, 
and associated milestones for fully addressing such rec-
ommendations; and 

(9) includes certifications by the Under Secretary for 
Management, including all documents, memoranda, and a 
description of the investment review and information tech-
nology management oversight and processes supporting such 
certifications, that— 
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(A) the program has been reviewed and approved in 
accordance with an acquisition review management process 
that complies with capital planning and investment control 
and review requirements established by the Office of 
Management and Budget, including as provided in Circular 
A–11, part 7; and 

(B) all planned activities comply with Federal acquisi-
tion rules, requirements, guidelines, and practices. 

U.S. IMMIGRATION AND CUSTOMS ENFORCEMENT 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$236,908,000, to remain available until September 30, 2018, of 
which $147,870,000 shall be available for custody operations; of 
which $57,392,000 shall be available for alternatives to detention; 
and of which $31,646,000 shall be available for transportation and 
removal operations. 

UNITED STATES SECRET SERVICE 

OPERATIONS AND SUPPORT 

For an additional amount for ‘‘Operations and Support’’, 
$58,012,000, to remain available until September 30, 2017. 

PROCUREMENT, CONSTRUCTION AND IMPROVEMENTS 

For an additional amount for ‘‘Procurement, Construction, and 
Improvements’’ for necessary expenses for Presidential security, 
$72,988,000, of which $22,988,000 shall remain available until Sep-
tember 30, 2019, and of which $50,000,000 shall remain available 
until September 30, 2021. 

ADMINISTRATIVE PROVISIONS—THIS TITLE 

SEC. 601. Notwithstanding any other provision of law, funds 
made available in this title are in addition to amounts appropriated 
or otherwise made available for the Department of Homeland Secu-
rity for fiscal year 2017. 

This division may be cited as the ‘‘Department of Homeland 
Security Appropriations Act, 2017’’. 
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Biometric Breakthrough
How CBP is meeting its mandate and keeping America safe

By Marcy Mason

It’s 7:45 on a Wednesday morning in May at Hartsfield-Jackson Atlanta International Airport and 
passengers are boarding Delta Air Lines flight 334 to Mexico City. One by one the passengers scan their 
boarding passes and approach a camera that’s set up on a jetway where they have their pictures taken 
before they board the flight. 

The photos are being matched through biometric facial recognition technology to photos that were 
previously taken of the passengers for their passports, visas, or other government documentation. All is 
moving smoothly until the U.S. Customs and Border Protection officers assisting the passengers are 
alerted that they need to check one of the travelers.  

It’s a young, 28-year old woman, a Mexican national with a Mexican passport. The biometric camera 
system alerted the officers because when preflight information was gathered on the woman, no historical 
photos that she could be matched against were found.

A CBP officer took the woman aside and looked at her passport. No visa was attached and the woman 
didn’t have a green card to prove she was a lawful permanent resident. Upon further questioning, the 
woman admitted that four years ago, she had entered the U.S. without inspection and had come into the 
country illegally. 

Using a specially designed, CBP biometric mobile device, the officer took fingerprints of the woman’s 
two index fingers. “This was the first time that we had captured this individual’s biometrics, her unique 
physical traits,” said Bianca Frazier, a CBP Enforcement Officer who works at the Atlanta Airport. “We 
didn’t have her biometrics because we had never encountered her before.”

As early as 2002, shortly after September 11, legislation was passed requiring the Department of State 
and the Department of Homeland Security to use biometric technology to issue visas and screen non-U.S. 
citizens entering the U.S. Then in 2004, more legislation was passed, authorizing DHS to collect 
biometric data from non-U.S. citizens exiting the country.

According to Frazier, finding people who have entered the country illegally is common. Since June 2016, 
when CBP and Delta Air Lines launched a pilot to test CBP’s biometric facial recognition exit 
technology, passengers like the young Mexican woman have been found daily. “She was typical of the 
people who have entered without inspection,” said Frazier. “Most days we find a minimum of two or 
three undocumented people, but sometimes we find as many as eight to 10 boarding a flight.” 

Ultimately, the woman was allowed to board the flight, but when Frazier used CBP’s mobile device to 
take her fingerprints, it created a fingerprint identification number or FIN number that is specifically tied 
to the woman. In the future, if she applies for a visa to return to the U.S. or is encountered crossing the 
border illegally, an alert will be triggered, indicating that the woman had previously entered the U.S. 
illegally and is on a lookout list. Additionally, when Frazier processed the traveler, the device 
automatically created a biometric exit record confirming that the woman left the country.  

For more than a decade, the U.S. government has been struggling to find a way to develop a practical and 
cost effective biometric entry/exit system that fulfills a Congressional mandate intended to keep America 
safe. CBP has partnered with the U.S. air travel industry to meet that goal and is succeeding in 
implementing innovative ways of using biometric technology to provide better enforcement and a better 
experience for travelers.
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Biometric challenge

By 2013, when CBP assumed responsibility for designing and implementing a system that could 
biometrically track travelers exiting the U.S., the government had been wrestling with the challenge for 
years. Technology was part of the problem, but how to integrate that technology into the existing 
infrastructure at airports without driving up costs and negatively impacting airport and airline operations 
was a conundrum.

CBP had been working with the airlines to track travelers entering and exiting the country since the mid-
1990s, using travelers’ biographic information— date of birth, passport number, document number,  
country of citizenship, etc. “The airlines sent us the manifest information in advance of the flight’s 
departure,” said John Wagner, deputy executive assistant commissioner of CBP’s Office of Field 
Operations. “We did law enforcement work based on that data.”

But then, after September 11, the biographic information wasn’t enough. To increase security, Congress 
passed legislation that added biometric requirements for tracking travelers. “Inbound passengers were 
easier to track because we already had a process,” said Wagner. “When travelers come off of an 
international flight, they are funneled through a secure pathway to the CBP inspection area. The airline 
transmits the biographic data to us. We verify that information when we read a traveler’s passport and we 
make sure it’s accurate. That’s when we also collect fingerprints from most non-U.S. citizens.”

With outbound flights, collecting passengers’ biometrics is much more difficult. “We’ve never 
constrained departures to be able to do that,” said Wagner. “We don’t have specific departure areas for 
outbound flights. International flights depart from all over the airport, so it was difficult to figure out 
where we could collect biometrics and what technology we would use.”

Added to that, CBP lacked support. “The stakeholders were vehemently opposed to any of this because 
they thought it would cost money and it would slow people down,” said Wagner. The challenges seemed 
insurmountable. “We were focused on where is the magic technology that is going to make this work and 
address all of these concerns. No one had been able to find it because it didn’t exist,” he said.

Fresh start

Wagner and his team took a fresh start. They reached out to the DHS Science and Technology 
Directorate, the Department’s research and development arm, to learn more about the biometric 
technology that was available and which methods of collection would work best. Shortly thereafter, in 
2014, a demonstration test lab was set up in Landover, Maryland. “One of the things we learned from 
previous pilots in airports is that airports are chaotic places. It’s hard to do a really good controlled test 
when anything can go wrong and you don’t know why. Was it because there were lots of delays? Were 
there weather incidents? Or did people miss their flights? Any number of factors could affect the 
performance of the biometric system, so we set up a test space where we could carefully control different 
variables to see how well our biometric concepts worked,” said Arun Vemury, director of the DHS 
Science and Technology Directorate’s biometric and port of entry people screening program. 

“We evaluated more than 150 different biometric devices and algorithms. We put them together in 
different configurations and then brought in test volunteers to actually run through the process to figure 
out how long it took, what kind of throughput we were able to get, how well the biometrics matched, and 
what their performance ultimately was,” said Vermury “Over time, we brought in more than 2,000 people 
from 53 different countries of origin, who varied in age from 18-85. We were trying to mimic the 
demographics of travelers coming to the U.S.”
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One of the things that Vermury learned was that the algorithms used in facial recognition technology have 
become much more advanced. The algorithm is the formula that identifies the unique biometric points in 
a finger, eye, or face and then compares those points to corresponding areas in previously collected 
biometrics. “Because of the improvements in facial recognition technology, we can verify people’s 
identities with facial recognition much more effectively today than we could even just two years ago,” 
said Vermury.

After nearly two years of rigorous testing and evaluation, DHS Science and Technology gave its findings 
to CBP in December 2015. “We turned over all of our test reports, economic analyses, quantitative 
analyses, concepts of operation, and staffing estimates,” said Vermury, explaining that his team wanted to 
be thorough. “The last thing we wanted was to have any unanswered questions. We knew we needed a 
biometric process that would work.”

Field testing

Concurrently, CBP was doing its own laboratory tests and conducted a series of pilots. “We ran several 
pilots to help us learn about the different types of biometric technology in the different environments 
where we work,” said Wagner. For example, CBP was aware that U.S. passports were being used 
fraudulently and thought a biometric tool could help. After months of testing algorithms and cameras, 
CBP developed a one-to-one facial recognition technology that compared travelers against their passport 
photos. The pilot, which was tested on inbound flights, initially ran for two months, from March to May 
2015, at Washington Dulles International Airport in Dulles, Virginia. At that point, more lab testing and 
analysis was done to improve the algorithm, and then a second pilot, which continues today, was set-up at 
Dulles and John F. Kennedy International Airport in New York City.

“The pilots showed us that the facial recognition technology was accurate,” said Wagner. “We grew 
confident that the algorithms were good enough to use and rely on.”

One of the many examples that illustrates this occurred at JFK in May 2016, when a traveler with a U.S. 
passport arrived on a flight from Accra, Ghana and presented herself as a returning U.S. citizen. All of her 
biographical information was processed successfully, but the CBP officer who interviewed the woman 
had a suspicion she might be an imposter. The officer referred the traveler to a booth equipped with the 
facial recognition technology where her photo was taken and compared to the photo in her passport. The 
match score was very low and she was referred to secondary for further inspection.

As part of the inspection, the woman was fingerprinted and the officers were able to confirm her true 
identity, uncovering that she was an imposter. In actuality, the woman was a Liberian citizen who had 
been denied a diversity visa from a green card lottery in 2015. She admitted that she found the U.S. 
passport in a marketplace and didn’t know the true owner. The woman was then turned over to authorities 
and sent to a detention center to await a credible fear hearing to determine whether she would be able to 
seek asylum. Without the suspicions of an astute officer and CBP’s biometric technology, the woman 
could have entered the country through fraudulent means.

In another pilot at the land border, in Otay Mesa, California, CBP tested face and iris scans to 
biometrically record the entry and exit of pedestrians. “From these tests, we learned a lot about how 
travelers react to various biometric technologies,” said Wagner.  

CBP also built a handheld, mobile device that allowed officers to run fingerprints on departing travelers. 
“We tested the Biometric Exit Mobile in 2015 at 10 airports around the country,” said Wagner. “It 
showed us we could accurately take fingerprints from a mobile device and gave our officers the capability 
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to do law enforcement and biometric queries on a smart phone if they saw that an individual requires 
further investigation.” 

Biometric success story

As a law enforcement tool, the Biometric Exit Mobile has produced stunning results. Case in point is an 
incident that occurred in May at Chicago O’Hare International Airport involving a Polish national couple 
who were boarding a flight to Berlin, Germany. When the couple presented their passports at the 
departure gate, the CBP officers didn’t find any U.S. visas or country entry stamps, so they decided to run 
a check and swiped the couple’s passport documents.  The biographical information didn’t reveal 
anything derogatory, but just as a precautionary check, the officers used the Biometric Exit Mobile device 
to take the couple’s fingerprints. The officers took the index prints of the female first and within seconds, 
she came back as a watchlist hit. The same occurred with the man. Both had been ordered deported by an 
immigration judge, but they didn’t leave the country.

The officers wanted to clarify what they discovered, so they reached out to a colleague. “I pulled up the 
woman’s name and nothing came up. There was no record on her whatsoever,” said Jonathan Cichy, a 
CBP enforcement officer on the outbound operations team at O’Hare Airport. “However, when I checked 
her fingerprints, there was a hit, but for a woman with a different date of birth and a different identity, 
which she had been arrested and deported under.” 

Then Cichy looked at the manifest for the flight. “I saw they weren’t on it. There was no record of the 
identities they were using to get on the plane,” he said. After checking further, Cichy found that both of 
the Polish nationals had criminal histories with multiple identities. “But none that came up in our systems 
because they weren’t leaving under any of those identities. Biographics alone did not tell us the full 
story,” said Cichy, who quickly rushed to meet the flight that was leaving in 20 minutes.

The couple was allowed to board the flight, but not until Cichy had served them with legal papers to 
verify their departure and close out the deportation case. “If either one of them is found attempting to 
return to the U.S. without permission, they could be prosecuted for reentry after deportation, a felony that 
carries a sentence of two to 20 years,” said Cichy.

Innovative technology

At the same time that CBP was focusing on biometrics, the agency was developing technology that would 
expedite the processing of travelers and reduce wait times in airports. Air travel was growing, and by all 
indications, that trend would continue. According to the International Air Transport Association’s latest 
projections, air travelers will double over the next 20 years. 

In 2007, when CBP introduced Global Entry, it was an innovative concept because it was directed at low-
risk travelers. “Global Entry was designed to give low-risk, frequent travelers the ability to use 
technology to expedite their arrival process,” said Dan Tanciar, CBP’s deputy executive director of 
planning, program analysis, and evaluation for entry/exit transformation. “The program allowed us to 
identify low-risk travelers, so that we could focus our attention on the travelers we don’t know much 
about.” 

A few years later, in 2012, CBP launched another innovation—a self-service kiosk that helped speed up 
the traveler inspection process. The kiosks, known as Automated Passport Control, performed the 
administrative steps that CBP officers had traditionally handled, so that officers could focus more on 
inspections. The kiosks also enabled CBP to do away with paper forms, allowing travelers to submit their 
declaration and biographic information electronically. “Within two years, we were able to deploy about 
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1,500 kiosks at all of the top airports throughout the U.S. and we reduced wait times by about 30 to 35 
percent,” said Tanciar. “The Automated Passport Control kiosks shortened the amount of time travelers 
spent with CBP officers from 3 minutes to 30 to 60 seconds.”

With CBP’s staffing limitations, the success of the technology was paramount. Not just for CBP, but for 
its air industry partners too. “Airports are economic generators for their communities, so if you reduce the 
capacity of the airport, in effect, you’re reducing the economic capabilities of the airport for its 
community,” said Matthew Cornelius, vice president of air policy for Airports Council International, a 
trade organization that represents airports in North America. 

In 2013, when the Automated Passport Control kiosks were starting to appear at U.S. airports, Airports 
Council International saw the value of the technology and wanted to expand it. “We were approached by 
one of our associate member companies, Airside Mobile, a tech firm, that had a concept to create the 
same functionality of the kiosks, but to do it on a smart phone,” said Cornelius. In other words, 
international travelers could fill out the required customs information on their smart phones before they 
ever got off the plane. “We saw it as an opportunity to alleviate some of the problems our members were 
having at their international arrival facilities. We knew that mobile applications and mobile technology 
are really the wave of the future.”

Cornelius took the concept to CBP. “We told CBP, ‘We have this idea. We think it’s going to be helpful. 
Will you work with us on it?’ To CBP’s credit, they saw it made sense, that it was going to help us do our 
jobs better and alleviate the problem of processing travelers into the U.S,” said Cornelius.  

CBP and Airports Council International began piloting the Mobile Passport Control app in August 2014. 
A year later, the pilot expanded to five airports. Today, 21 airports use the app and it has been 
downloaded 1.3 million times.

“It’s a great example of partnership. We worked very closely with CBP,” said Cornelius. “Everybody was 
on board, understood what needed to be done, and it all came together perfectly.”

Faster processing

The technology was also critical for the airlines. “In early 2014, we realized the World Cup was being 
played in Brazil that year, so that meant there would be a lot of travel through Miami,” said Howard Kass, 
American Airlines’ vice president of regulatory affairs. “We knew that the processing times and the 
facilitation in Miami weren’t what we wanted them to be. It wasn’t a good customer experience,” he said.

“The lines were long. There were multi-hour waits, and we felt the brunt of it because when travelers 
landed and couldn’t move through customs to get their bags rechecked, they misconnected on their 
flights,” said Kass. “We then had to figure out how to get them to their destinations or put them up in a 
hotel. We spent lots of money to ameliorate the misconnections. Miami was getting a bad reputation 
among travelers, which is something we don’t want to see at any of our hubs.” 

The airline thought CBP’s technology might be the answer. “We knew from what we’d seen in other 
airports that the machines would be a tremendous benefit in Miami to help expedite people through the 
process,” said Kass. So American Airlines worked with CBP and the Miami International Airport to get 
more Global Entry and Automated Passport Control machines in place. “We more than doubled the 
number of machines and we did a lot of marketing, advertising, and inflight announcements to encourage 
passengers to use the technology, so they could be processed quickly through the CBP facility,” said 
Kass.  
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And it worked. “We got to a point where every U.S. citizen was using some kind of automation,” he said. 
“CBP pledged a lot of resources to make sure that flights were processed smoothly during the World Cup. 
It was important to the United States that there wasn’t a rough spot in Miami with all the traffic moving 
through.” Moreover, said Kass, “There weren’t any meltdowns or passengers stranded for hours and 
hours in the terminal and we made some improvements that really helped travelers move through the 
process more quickly.”  

Decisive moment

CBP’s biometric exit tests culminated in June 2016 with a pilot at the Atlanta Airport. Wagner and his 
team had a breakthrough. All the work they had done for the past several years was finally coming to 
fruition. “We came up with a way of taking the information we receive about passengers from the airlines 
and matching it against information we already have in our government databases,” said Wagner.  

Based on their research, Wagner and his team decided to use facial recognition technology. “We found 
that facial recognition was intuitive for people. Everybody knows how to stand in front of a camera and 
have his or her picture taken. Not so with iris scans and fingerprints. Every time a traveler does the 
process wrong, someone has to instruct him or her the right way to do it,” said Wagner. Aside from being 
quicker than other biometric methods, facial recognition had additional pluses. The physical design of the 
camera didn’t take up much space, and the equipment wasn’t costly either. Furthermore, CBP already had 
a collection of photos for biometric comparison. “People have already provided their photographs to the 
government for travel purposes,” said Wagner. 

But the real feat was when CBP found a way to speed up the photo matching process. “As soon as a 
passenger checks-in with the airline, the airline tells us who is getting on the plane. At that point, we find 
all the photographs we have of the people on the flight and we pool them, and then segment them into 
individual photo galleries for each passenger,” said Wagner. “If there are 300 people on the flight, we 
find every photograph we have of those 300 people. Generally, that means we will have about 1500 
pictures because we have multiple photos of each passenger.” 

Then, as the passenger boards the flight, he or she has his picture taken. That photo is compared to his or 
her individual gallery of photos rather than comparing it to a billion photos that are in DHS’s biometric 
database. “The matching is done in real-time because it’s a small file and it’s accurate,” said Wagner. 

The Atlanta pilot also was designed with certain parameters. “We did not want to add another layer onto 
the travel process,” said Wagner. “We told our stakeholders, ‘We want to design something that fits 
within your existing operations and infrastructure. We’re trying to make things easier for travelers. We 
don’t want to add additional steps or processes.’”

Strong partnership

Wagner reached out to Delta Air Lines to see if they would work on the pilot and the airline agreed. “We 
have a very strong, longstanding, collaborative relationship with CBP,” said Jason Hausner, Delta Air 
Lines’ director of passenger facilitation. “Normally, when they approach us to do something, we’re in. 
We like to be in on the front end to provide our expertise and help shape things.” 

Delta also had a long range vision of using biometrics for its own operational purposes. “When we heard 
the proposal from CBP to test biometric exit technology, it resonated with us because one of the elements 
we were looking at is biometric boarding,” said Hausner.
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In February 2016, Delta met with CBP to work out a project plan and decided to test a flight from Atlanta 
to Tokyo, Japan. The pilot, which began in June, was successful, so by September, CBP decided to test 
another flight with a different demographic. This time the flight was to Mexico City. “We didn’t expect a 
lot of enforcement activity on the Tokyo flight. Years of clearing that flight inbound have shown a very 
low rate of enforcement violations,” said Kevin Pfeifer, CBP’s assistant port director of tactical 
operations at the port of Atlanta. “With Mexico City, we have a history of encountering enforcement 
violations on inbound flights, so we really expected to see the same percentage outbound and that’s 
exactly what we’ve seen.” 

After more than a year of testing, the facial recognition technology has consistently shown a high rate of 
accuracy. “We are at a rate of 98 percent successful matches. It’s even moved up a notch in terms of 
quality and accuracy,” said Nael Samha, CBP’s director of passenger systems who built the architecture 
for the pilot’s operating system. 

Operationally, the pilot has performed well too. “One of the things we wanted to evaluate was the impact 
on our operations.  Would it delay boarding?  Would it impact our on-time performance? We’re very 
metrics oriented,” said Hausner. “So far, this test has not impacted us in any manner, and part of it is 
because of the approach that CBP has taken. They know that in order for their program to be successful, 
they need to partner with us.”

Industry innovations

During the summer of 2017, CBP conducted technical demonstrations of the biometric exit facial 
recognition technology with various airlines and airports throughout the country. “We wanted to show 
stakeholders and the public what this technology is, how it works, and explore how biometric exit 
technology can fit into airline and airport business models and modernization plans,” said Wagner.  

Some airlines are already making headway. At JFK and in Atlanta, Delta is testing ways to combine the 
facial recognition technology with its boarding pass procedures. “The CBP pilot is a two-step process by 
design, but it seemed to us that when this is implemented across the country, it should be a one-step 
process,” said Hausner.   

In June, JetBlue Airways transformed this goal into a reality and was the first airline to board passengers 
using biometric facial recognition instead of boarding passes. Unlike the technical demonstrations that 
CBP was conducting with other carriers, JetBlue proposed the pilot. The airline wanted to design its own 
technology and incorporate it with CBP’s facial recognition matching system. “CBP was very open-
minded with what we wanted to accomplish,” said Liliana Petrova, JetBlue Airways’ director of customer 
experience. “They flew out to Boston and spent several hours with us and took the time to listen. We 
wanted them to know exactly how we wanted to integrate the biometric technology with the experience at 
our gate.”

The pilot, which was tested at Logan International Airport in Boston, was assembled very quickly. “CBP 
gave it priority and helped us do a very fast buildout,” said Petrova. “Not many partnerships, even private 
partnerships, function as smoothly.”

According to Petrova, the biometric system is part of JetBlue’s strategy to remove the hassle from the 
traveling experience. “Passengers don’t have to stop, look for their boarding passes or their IDs. The line 
moves faster and they don’t have to wait as long,” she said. “We’re trying to take the anxiety out of flying 
and allow our crew members to interact more with customers.”
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JetBlue’s customer feedback was positive. “The customers are really delighted by it. They think it’s cool 
and they’re having fun,” said Petrova. As a result, JetBlue has decided to expand the pilot in late 2017 
with additional flights departing from Boston and JFK.

CBP’s future vision for biometric exit is to build the technology nationwide using cloud computing. 
“There are hundreds of airports throughout the U.S. where we provide services for international travelers 
and we still need to work through the deployment schedule and timeline,” said Wagner. “We also need to 
determine the technology we’ll use. We’ve been working with airports and airlines to arrive at some of 
those answers. We want them to tell us what the equipment should look like, so that it fits in with their 
operational needs.”

Plans are also underway to update CBP’s biometric inbound technology. “We’ll be using the same system 
for our arrivals processing as we do for biometric exit,” Wagner explained. “Instead of taking 2 to 3 
minutes to process a traveler, it will only take 15 to 20 seconds.”

But that’s not all that CBP has in store. “We’re also looking at communicating with people on their 
mobile devices as they deplane,” said Wagner. “If we can give travelers better guidance on how to 
navigate customs and the maze at the airport, we can increase efficiency and give them peace of mind.”

######
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From:              
                        
                        
To:                   
                        
                        
                        
Cc:

Subject:             FW: MEDIA REQUEST/ Radio-Canada - Electronic devices at the border

Request from reporter follows………….

From: 
Sent: Tuesday, August 29, 2017 12:45 PM
To:
Subject: Re: MEDIA REQUEST/ Radio-Canada - Electronic devices at the border

Hello 

Concerning my request  on Electronic Device Searches, I was wondering if you were able to find
statistics beyond march 2017?

I had  this aleready :  CBP Releases Statistics on Electronic Device Searches, april 11 2017.... but we
would like to make an update :)

Also, in a Washington Post article (Travelers just won back a bit of their privacy at the border, July 14
2017   ) I found this quote.... Can you confirm that information?

 The number of border searches of electronics has steadily risen in recent years. Between 2008 and
2010, CBP searched the devices of 6,500 people — roughly half of whom were U.S. citizens, according
to a Freedom of Information Act request by the American Civil Liberties Union. In fiscal year 2015, CBP
searched more than 8,500 people’s devices, and more than 19,000 in fiscal year 2016, according to
NBC.

Many thanks

Date:                 Wed Aug 30 2017 11:42:50 EDT
Attachments:     Statement and stats Electronic Device Searches.pdf
                          ~WRD000.jpg

Bcc:
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Journaliste à la recherche

RDI/Radio-Canada

Cell:

2017-08-24 14:29 GMT-04:00 

You’re very welcome.  Have a good day!

From:
Sent: Thursday, August 24, 2017 2:27 PM
To: >
Subject: Re: MEDIA REQUEST/ Radio-Canada - Electronic devices at the border

Hello

Thank you for your quick answer.... and I will talk to mmediately!

Have a nice day

Journaliste à la recherche

RDI/Radio-Canada

Tél:

Cell: 
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2017-08-24 14:19 GMT-04:00 >:

Hi, 

Your colleague at CBC Radio Canada posed several of the same questions to us
recently.  Our answers remain the same.

General Information on search of CBP search of electronic devices………

If a traveler does not provide the password to the device such that information on the device is not
available for inspection, CBP officers, acting in furtherance of mandates to secure the border and the
homeland as well as longstanding statutory authority to perform border searches, may detain, seize or
exclude the electronic device from the country, so long as those actions are performed in a reasonable,
diligent, and otherwise constitutional manner.  CBP has denied admission to those travelers for not
establishing that they are entitled to the nonimmigrant status they are seeking and have also detained
phones for possible exploitation by Laboratory and Scientific Services Digital Forensics Examiner.  U.S.
citizens will always be admitted to the United States

Q - Canadians (or people entering US from Canada) that had their electronic devices searched? In
2015? In 2016? In 2017?

A - We do not have these statistics broken down by citizenship.

Q - What system does CPB use to search the content of electronic devices? Does CPB keep of copies
of the content of those electronic devices ?

A - When CBP detains an electronic device under its border search authority, the device may be shared
with ICE or another federal agency for analysis. If there is no evidence of criminal activity related to law
enforced by CBP, or of a violation of law that subjects the device to seizure for civil forfeiture, the
electronic device is returned to the traveler in its original condition, and any copies CBP took of the
information from the device are destroyed.  Detained electronic information that is destroyed is not
merely deleted, but forensically wiped, which entails writing over the information multiple times to

Page 1841 of 6020

CBP FOIA 005070

(b)(6);(b)(7)(C)

(b) (6)

(b) (6)



ensure it cannot be accessed again.

Q - How many copies of the content of electronic devices were done in 2015? 2016? 2017?

A - We do not have any further statistics to share.

Q - How many were Canadians?

A - We do not have any further statistics to share.

Q – Court challenges?

A - See attached statements.

Q – Statistics beyond March?

A -  Will check.

More information for your story follows:

“The U.S. Supreme Court has consistently held that an individual’s expectations of privacy at the border
are significantly less than what they would be inside the United States.  The Court weighs heavily the
need to ensure that who and what enters the United States does not pose a threat to the safety and
security of the country.
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It is not the intent of CBP to inconvenience travelers.  CBP inspection procedures are designed to
facilitate the entry of U.S. citizens and aliens who can readily establish their admissibility.  CBP Officers
must determine the nationality of each applicant for admission and, if determined to be an alien,
whether or not the applicant meets the requirements of the Immigration and Nationality Act for
admission to the United States.  These officers are also tasked with determining that all property an
individual is seeking to bring into the United States may be admitted and is not likely to cause harm.
For example, officers are tasked with interdicting the illegal transportation of child pornography into the
United States in any form, whether it be in a photograph or a file on someone’s phone or computer.
CBP Officers may, as an unavoidable consequence of detecting those involved in illicit activities,
occasionally inconvenience law-abiding citizens.  We are also sensitive to how inconvenient and
stressful the inspection process may be to those selected for further inspection beyond a cursory stop
at the primary inspection booth.  We hope that the public understands the importance of our mission
and we very much appreciate the patience, understanding, and cooperation of the traveling public.

All travelers arriving to the U.S. are subject to CBP inspection.  This inspection may include electronic
devices such as computers, disks, drives, tapes, mobile phones and other communication devices,
cameras, music and other media players and any other electronic or digital devices.

Various laws that CBP is charged to enforce authorize searches and detention in accordance with 8 U.
S.C. § 1357 and 19 U.S.C. §§ 1499, 1581, 1582.  All persons, baggage, and merchandise arriving in, or
departing from, the United States are subject to inspection, search and detention. This is because CBP
Officers must determine the identity and citizenship of all persons seeking entry into the United States,
determine the admissibility of foreign nationals, and deter the entry of possible terrorists, terrorist
weapons, controlled substances, and a wide variety of other prohibited and restricted items.

Keeping America safe and enforcing our nation’s laws in an increasingly digital world depends on our
ability to lawfully examine all materials entering the United States.

Searches of electronic devices at the border are often integral to a determination of an individual’s
intentions upon entry and provide additional information relevant to admissibility determinations under
immigration laws. They are critical to the detection of evidence relating to terrorism and other national
security matters, human and bulk cash smuggling, contraband, and child pornography.  They can also
reveal information about financial and commercial crimes, such as those relating to copyright,
trademark and export control violations.

CBP electronic media searches have resulted in arrests for child pornography, evidence helpful in
combating terrorist activity, violations of export controls, convictions for intellectual property rights
violations, and visa fraud discoveries.”
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Hope all this is helpful.

 – CBP Public Affairs, Buffalo

From:
Sent: Thursday, August 24, 2017 1:47 PM
To: CBP Media Relations <CBPMediaRelations@cbp.dhs.gov>
Subject: MEDIA REQUEST/ Radio-Canada - Electronic devices at the border

Good afternoon,

I am journalist for CBC/Radio-Canada in Montreal. My colleague and I
are working on a story about the differences between Canada and USA
regarding the cases requiring to inspect the content of electronic
devices (and as content... we mean the phone numbers, emails, data,
etc etc).

A lot of information has been given over the last months but we would
like to have some clarifications to understand better.

1) We understand that a copy of the data of an electronic device can
be made and shared with other agencies. Which agencies ?

2) we understand that the copy made by CBP for analysis has to be
destroyed if there is no evidence of criminal activity. Although, if
one, two or three copies have been shared with other federal agencies
... do they also have to destroy them?

3) Can this information (the data) also be shared with other countries ?

4) To make a copy of the data... is CBP using the Cellebrite Physical
Analyser? If not, what is the name of the system?

5) How many copies of electronic devices have been done in 2015? In
2016 ? In 2017 ?

6) How many were Canadians ?

7) When CPB destroys the copy of the electronic device (or the
content)... what is the technique used to destroy the data ? You wipe?
What is it ?
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8) Do you know (by any chance) if 8 U.S.C. 1357 and 19 U.S.C. 1499,
1581, 1582 ever been challenged in court ? If yes, when ?

9) a press release has been sent earlier this year giving the numbers
of FY16 and FY17 until march 2017. Is it possible to have more recent
statistics please ?

Our ideal deadline is tomorrow afternoon but the real one is next Wednesday

Yours,

Journaliste à la recherche

RDI/Radio-Canada

Tél:

Cell:
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Office of Public Affairs 

 
     April 11, 2017 

Contact: CBP Public Affairs 
   202 344-1780 

 
 

 

News Release 
 

CBP Releases Statistics on Electronic Device Searches 
CBP searches the electronic devices of fewer than one-hundredth of 1 percent of all 

arriving international travelers 
 
WASHINGTON—U.S. Customs and Border Protection announced today that in the first six months of 
FY17, CBP searched the electronic devices of 14,993 arriving international travelers, affecting 0.008 
percent of the approximately 189.6 million travelers arriving to the United States. CBP continues to 
process more than 1 million travelers arriving to the United States each day.  
 
Of the more than 383.2 million arriving international travelers that CBP processed in FY15, 0.002 
percent of such travelers (8,503) had their electronic devices searched. In FY16, the number of arriving 
travelers processed by CBP increased to approximately 390.6 million, and the number of travelers 
whose electronic devices were searched increased to 19,033 (0.005 percent).  
 
The increase of electronic device searches is driven by CBP’s mission to protect the American people 
and enforce the nation’s laws in this digital age. CBP has adapted and adjusted its actions to align with 
current threat information. CBP border searches of electronic devices have resulted in evidence helpful 
in combating terrorist activity, child pornography, violations of export controls, intellectual property 
rights violations, and visa fraud.   
 
CBP is responsible for ensuring the safety and admissibility of the goods and people entering the United 
States and exercises its border search authority in accordance with its statutory and constitutional 
authority. No court has concluded that the border search of electronic devices requires a warrant, and 
CBP’s use of this authority has been repeatedly upheld. This includes a review by the Fourth and Ninth 
Circuit Courts of Appeals, which approved the search of electronic devices encountered at the border. 
 
“Electronic device searches are integral in some cases to determining an individual’s intentions upon 
entering the United States,” said Deputy Executive Assistant Commissioner, Office of Field Operations, 
John Wagner. “These searches, which affect fewer than one-hundredth of one percent of international 
travelers, have contributed to national security investigations, arrests for child pornography and evidence 
of human trafficking. CBP officers are well trained to judiciously conduct electronic device searches and 
to protect sensitive information that may be encountered.” 
 

Statement and stats Electronic Device Searches.pdf for Printed Item: 473 ( Attachment 1 of 2)
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From:              
                       
                       
To:                  
                       
                       
Cc:                  
                       
                       

Subject:             Biometrics story.docx

Hi ,

I have some comments and changes in track changes…happy to go over these with you today. Really
great story…thanks for all your hard work getting this done!

Thanks!

Director, Communication and Outreach

Office of Public Affairs

U.S. Customs and Border Protection

Phone: 

Cell: 

www.cbp.gov

Date:                 Wed Aug 30 2017 10:33:14 EDT
Attachments:     Biometrics story.docx

Bcc:
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From:             
                      
                      
To:                 
                      
                      
Cc:

Subject:            Biometrics Edits

-

Attached are  comments/edit/cuts to  Biometrics article. Please incorporate your edits to
this version.

Thank you!

From: 
Sent: Thursday, August 24, 2017 2:39 PM
To: 
Subject: Edits attached

, for your review.

Chief of Staff - Office of Public Affairs

U.S. Customs and Border Protection

Office:   *  Mobile: 

Date:                 Fri Aug 25 2017 09:00:37 EDT
Attachments:     Biometrics story-edit.docx

Bcc:
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From:              
                       
                       
To:                  
                        
                        
                        
Cc:

Subject:             FW: Examples of Monthly Reports

,

Here are some sample reports from  that may give you an idea of their work.

Thank you,

, COR Lvl 3, DHS PM 2

Office of Public Affairs

Customs and Border Protection

1300 Pennsylvania Ave

Washington, DC 20229

Office: 

Cell: 

Email: 

From:

Date:                 Wed Aug 23 2017 12:47:10 EDT
Attachments:     _VA EES_MPR11_OY1_June 1 to 30 2017_Updated.pdf
                          July Monthly VA Analysis Brief.pdf
                          OCPA Monthly Media Analysis_AUG 2015_FINAL.pptx
                          VWC Media Analysis Monthly Report (July).pdf

Bcc:
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From:              
                       
                       
To:                 
                       
                       
                       
Cc:

Subject:             Biometrics story -- Frontline Magazine

At long last, here is the biometrics story for Frontline Magazine.  Without you, I could never have written
this story.  You are a MARVELOUS teacher and friend.  Thank you, thank you, and thank you again for
helping me.  This truly was one of the most difficult stories I’ve had to write.  But I sure learned a lot. J

Please read it over and let me know if you see anything that isn’t accurate.  As I mentioned, I am still
waiting for the U.S. Attorney’s press release about the Indian national so that I can write the sidebar
story.  I heard from  yesterday that the Indian national did enter a guilty plea last
Thursday, but as yet, no press release has been issued.

Also, I am in the process of sending the story out to my sources.  Please say a prayer that all of them
like it and that it is kept intact.  I am hoping this story does great things for CBP.

Thank you again for your support, encouragement, excellent teaching skills, and friendship.

We need to go out and celebrate your birthday.  Let’s pick a date! J J

Writer/Editor

Communication and Outreach Division

Office of Public Affairs

U.S. Customs and Border Protection

Ph: 

Date:                 Tue Aug 22 2017 13:35:49 EDT
Attachments:     Biometrics story.docx

Bcc:
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Email: 

www.cbp.gov
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From:             
                      
                      
To:                 
                      
                      
                      
                      
Cc:

Subject:             Biometrics story -- Frontline Magazine

,

At long last, here is the biometrics story for Frontline Magazine, “Biometric Breakthrough: How CBP is
meeting its mandate and keeping America safe.”  I am in the process of sending the story out to all of
my sources to check it for accuracy.  I am asking them to have it back to me by this Friday, August
25th.

As you will see, the story is extremely long, but it actually is the same length as my “Racing Ahead”
trade story.

Also, I am still waiting for the U.S. Attorney’s press release about the Indian national so that I can write
the sidebar story.  I heard from  yesterday that the Indian national did enter a guilty plea
last Thursday, but as yet, no press release has been issued.   is keeping a close watch,
but I also will reach out to  to see if he can contact his public affairs friend at the U.S.
Attorney’s Office in Atlanta and let us know when we can have the press release.  I also am waiting for
some photos from .  He is waiting for Delta Air Lines for the set-ups.

I hope you both like the story.  It was a tough one, but I learned a lot. :-)

Thank you for your support, encouragement, and patience.  It is very much appreciated.

Writer/Editor

Date:                 Tue Aug 22 2017 13:21:07 EDT
Attachments:     Biometrics story.docx

Bcc:
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Communication and Outreach Division

Office of Public Affairs

U.S. Customs and Border Protection

Ph: 

Email: 

www.cbp.gov
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Thank you,

Office of Public Affairs

Customs and Border Protection

1300 Pennsylvania Ave

Washington, DC 20229

Office:

Cell:

This email may contain proprietary information related to the conduct of a Federal Agency procurement,
the disclosure of which is restricted by Section 27 of the Office of Federal Procurement Policy Act (41 U
.S.C. 423).  The unauthorized disclosure of such information may subject both the discloser and
recipient of the information to contractual, civil, and/or criminal penalties as provided by law.

NOTICE: The Contracting Officer is the sole individual authorized to make changes to the contract or
task order.  Contents of this email are not intended to change the scope of the existing contract or task
order.  If any part of this communication is construed to constitute a change in scope, the Contractor
has the sole responsibility to notify the CBP Contracting Officer in accordance with FAR Clause 52.243-
7, Notifications of Changes.
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To: 
Subject: FW: search of electronic devices

Hi, :

I sent this reporter our statement (April 11, 2017) on electronic media search which was very
thorough.    He has come back with these questions.

Thoughts?

I’ll send you a copy of the 4/11 statement in a separate email for your convenience.

From:
Sent: Thursday, August 03, 2017 9:35 AM
To:
Subject: Re: search of electronic devices

Hi !

Have you seen my previous email?
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On Fri, Jul 28, 2017 at 12:53 PM, wrote:

... you are one of the fastest person in the world.  Thank you for that.

Now, I need some clarifications.

1) Am I wrong If I say that agents can require the password or the opening with fingerprints of the
electronic devices?

2) Do you have the number of Canadians (or people entering US from Canada) that had their electronic
devices searched? In 2015? In 2016? In 2017?

3) What systeme does CPB use to search the content of electronic devices? Does CPB keep of copies
of the content of those electronic devices ?

4) How many copies of the content of electronic devices were done in 2015? 2016? 2017?

5) How many were Canadians?

On Fri, Jul 28, 2017 at 11:30 AM, wrote:

Hello, 

All travelers arriving to the U.S. are subject to CBP inspection.  This inspection may include electronic
devices such as computers, disks, drives, tapes, mobile phones and other communication devices,
cameras, music and other media players and any other electronic or digital devices.

Various laws that CBP is charged to enforce authorize searches and detention in accordance with 8 U.
S.C. § 1357 and 19 U.S.C. §§ 1499, 1581, 1582.  All persons, baggage, and merchandise arriving in, or
departing from, the United States are subject to inspection, search and detention. This is because CBP
officers must determine the identity and citizenship of all persons seeking entry into the United States,
determine the admissibility of foreign nationals, and deter the entry of possible terrorists, terrorist
weapons, controlled substances, and a wide variety of other prohibited and restricted items.
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Keeping America safe and enforcing our nation’s laws in an increasingly digital world depends on our
ability to lawfully examine all materials entering the U.S.

Searches of electronic devices at the border are often integral to a determination of an individual’s
intentions upon entry and provide additional information relevant to admissibility determinations under
immigration laws. They are critical to the detection of evidence relating to terrorism and other national
security matters, human and bulk cash smuggling, contraband, and child pornography.  They can also
reveal information about financial and commercial crimes, such as those relating to copyright,
trademark and export control violations.

CBP electronic media searches have resulted in arrests for child pornography, evidence helpful in
combating terrorist activity, violations of export controls, convictions for intellectual property rights
violations, and visa fraud discoveries.

It is important to note that electronic media is just one piece of additional data examined during a border
inspection and used to determine admissibility. The search is intended to complement other forms of
information and intelligence commonly used during the inspection and vetting process.

Failure to provide information to assist CBP may result in the detention and/or seizure of the electronic
device. All persons, baggage, and merchandise arriving in, or departing from, the United States are
subject to inspection, search and detention.

Over the past few years, CBP has adapted and adjusted our actions to align with current threat
information, which is based on intelligence. As the threat landscape changes, so does CBP. Additional
CBP officers have been trained on electronic media searches as more travelers than ever before are
arriving at U.S. ports of entry with multiple electronics. Despite an increase in electronic media searches
during the last fiscal year, it remains that CBP examines the electronic devices of less than one-
hundredth of one percent of travelers arriving to the United States.

CBP is committed to ensuring the rights and privacies of all people while making certain that CBP can
take the lawful actions necessary to secure our borders.

I am also attaching a statement released earlier this year on the search of electronic devices by CBP at
the border.   It covers many of your questions.

Page 5470 of 6020

CBP FOIA 005221

(b)(6);(b)(7)(C)



--

reporter, LA VÉRIF

Cellulaire:

Twitter:

--

reporter, LA VÉRIF

Cellulaire: 

Twitter:
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From:             
                      
                      
To:                
                      
                      
                      
                      
                      
                      
                      
                      
                      
                      
                         >; FRIEL, MICHAEL J
                        
                        
                        
                        
Cc:

Subject:             ***Ned Assistance*** Source Selection for PR 20096901 GSA RFQ1211731
Responses

Aloha All,

Attached are the two responses that we received for the above subject GSQ RFQ for News Article and
Media Monitoring Services.

I appreciate your assistance!

Mahalo,

Contract Specialist

Date:                 Mon Jul 31 2017 13:30:16 EDT
Attachments:     image001.gif
                          image002.jpg
                          PR 20096901 RFQ1211731
Monitoring.pdf
                          PR 20096901 RFQ1211731 ech Vol News Article Media Monitoring.pdf
                          PR 20096901 RFQ1211731 Sample fig2 News Article Media
Monitoring.pdf

Bcc:
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Mission Support Contracting Division-West

U.S. Customs and Border Protection

Indianapolis, Indiana

Voice

Fax   

NOTICE: This communication, along with any attachments, may contain legally privileged and
confidential information that is to be used only by the intended recipient.  If you received this message
in error, please destroy it and all attachments immediately without opening, reading, saving, or printing,
and immediately notify the sender.
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From:                 Office of the Secretary
                        
                        
To:
Cc:

Subject:             Message from Secretary John F. Kelly

July 31, 2017

Message from Secretary John F. Kelly

This morning, I will be swearing an oath of office to defend the Constitution for the 16th time - this time
to be the White House Chief of Staff.

Although I am moving downtown, you are in good hands at DHS. Elaine Duke will be the Acting
Secretary. Few people know DHS as well as Elaine does, and she will step in and continue with a
strong focus on the mission. Also, Chip Fulghum, the current Acting Under Secretary for Management
will once again step up – this time as the Senior Official Performing the Duties of the Deputy Secretary.

Additionally, the Department’s Chief of Staff, Kirstjen Nielsen, will begin a White House detail today to
support my move. In her absence, Chad Wolf will be the Department’s acting Chief of Staff.

With these changes I expect that the Department will not skip a beat.

While I am honored to have this new opportunity, I will truly miss being your Secretary. You are a
tremendous group of selfless public servants...the best of the best our country produces. You deserve
more praise and recognition than you receive, but rest assured you have my respect and deep thanks.

Thank you for the honor of having served America by your side in the home game.

Date:                 Mon Jul 31 2017 09:19:47 EDT
Attachments:     image001.gif

Bcc:
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Thank you for letting me walk the often dangerous southwest border trails with you, and for showing me
how you keep America safe at the ports in Miami and Long Beach.

Thank you for your efforts to keep those who would do us harm from receiving a visa or entering our
homeland illegally.

Thank you for the respect you showed me when I visited our Coast Guard fleet.

Thank you for allowing me the opportunity to accompany you on pre-dawn ICE operations in the
dangerous work of apprehending criminal-illegal aliens.

Thank you for keeping millions of airline passengers safe, our cyber networks free of contamination,
and helping our citizens recover from natural disasters of every kind.

Thank you for all the other thousands of things you do each day for our country.

Thank you most of all for allowing me to be part of the DHS family.

Sincerely,

John F. Kelly

Secretary of Homeland Security

With honor and integrity, we will safeguard the American people, our homeland, and our values.
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From:             
                      
                      
To:                 
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
                       
Cc:

Subject:             FW: OPA Daily Report and Weekly Metrics, July 24, 2017

OPA Daily for your review.

Director of Visual Communications
Office of Public Affairs
U.S. Customs and Border Protection

______ _________________
From: 
Sent: Monday, July 24, 2017 9:20:27 PM
To: MCALEENAN, KEVIN K; VITIELLO, RONALD D (USBP)

Date:                 Mon Jul 24 2017 17:54:48 EDT
Attachments:     7 24 17 Monday Matrix CBPpeaks.pdf
                          Analytics All Traffic Web Performance Metrics-CBP.gov 20170717-20170723.pdf
                          DVIDS Placement Chart 7.16 - 7.24.pdf
                          DVIDS Placements Report Full Details 7.24..xlsx
                          image001.jpg
                          image002.jpg
                          image003.jpg
                          OPA Weekly Metrics for July 17-23 2017 (003).xlsx
                          UPCOMING SPEECHES 7-24-17.docx

Bcc:
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vehicle of a 42-year-old male Mexican citizen.

Chief of Staff - Office of Public Affairs
U.S. Customs and Border Protection
Office:   *  Mobile: 
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Search

Commissioner Air ＆ Marine Border Patrol Field Operations Trade Operations Support Enterprise Services

Chief Counsel Congressional Affairs Professional Responsibility Public Affairs

Branding + Marketing PBRB Requests

Speakers Request/Clearance

new item or edit this list
CBPSpeaks All Items Find an item

Speaker's Name Job Title Grade Date of Speech Speech Topic Title of Event/Conference Media Event Location Travel Office Event Sponsor Request Status (OPA) Speaker Relationship

CBPSPEAKS Multiple 
Speakers

Grade 
15

6/28/2021 International 
Trade

Annual Conference 
(June 28-30, 2021)

Local 
Media,National 
Media

Sheraton 
Tilmes 
Square, NY

Yes OT, OFO AAEI Pending CBP 
Speaks Review

No

CBPSPEAKS Multiple 
Speakers

Grade 
15

6/15/2020 International 
Trade

Annual Conference, 
(June 15-17, 2020)

Local 
Media,National 
Media

Marriott 
Harbor Beach 
Resort, Ft. 
Lauderdale

Yes OT, OFO AAEI Pending CBP 
Speaks Review

No

CBPSPEAKS Multiple 
Speakers

Grade 
14

10/14/2019 International 
Trade

Annual Meeting (Oct. 
14-16, 2019, Ritz 
Carlton in Pentagon 
City)

TBD DC No OT and OFO NBCBA Pending CBP 
Speaks Review

No

CBPSPEAKS Multiple 
Speakers

Grade 
15

6/26/2019 International 
Trade

Annual Conference 
(June 26-28, 2016)

Local 
Media,National 
Media

Renaissance 
Washington, 
DC

No OT, OFO AAEI Pending CBP 
Speaks Review

No

CBPSPEAKS Multiple 
Speakers

Grade 
14

10/8/2018 International 
Trade

Annual Meeting form 
10/8 to 10/10

TBD DC No OT and OFO NBCBA Pending CBP 
Speaks Review

No

CBPSPEAKS Multiple 
Speakers

Grade 
15

6/6/2018 International 
Trade

Annual Conference 
(June 6-8, 2018)

Local 
Media,National 
Media

Baltimore 
Marriott 
Waterfront

No OT, OFO AAEI Pending CBP 
Speaks Review

No

CBPSPEAKS TBD Grade 
15

4/16/2018 Travel Annual conference TBD San Diego Yes OFO AAAE Pending CBP 
Speaks Review

No

CBPSPEAKS TBD Grade 
14

3/20/2018 Trust Travel 
Programs

Worldwide Airport 
Conference

TBD Stockholm, 
Sweden

Yes OFO Passenger Terminal 
Expo 

Pending CBP 
Speaks Review

No

COLONNELLO, JOANNE Center 
Director

Grade 
15

11/16/2017 Trade Global Logistics 
Conference

Closed to 
Media

NY No OFO Expeditors Approved by DHS 
Speakers Bureau

No

Owen, Todd C (AC OFO) EAC SES 10/26/2017 International 
Trade

Building Bridges While 
Minimizing Barriers

TBD Laredo Yes OFO Southern Border 
Conference

Delegated No

Anthropologist Grade 
13 or 
below

10/24/2017 International 
Trade

Symposium: October 
22-25, 2017

Local 
Media,National 
Media

WA Yes OS Geological Society 
of America 

Form not 
submitted

No

MCALEENAN, KEVIN K Acting C1 SES 10/23/2017 Border 
Security

Annual Conference TBD San Diego Yes Commissioner's 
Office

National 
Association of 
Foreign-Trade 
Zone 

N/A No

Multiple 
Speakers

Grade 
14

10/23/2017 Trust Travel 
Programs

National Association 
of Foreign-Trade 
Zones Conference 
(NAFTZ)

Local Media CA Yes OFO National 
Association of 
Foreign-Trade 
Zones

Approved by DHS 
Speakers Bureau

No

10/23/2017 DC No IDGA No
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Speaker's Name Job Title Grade Date of Speech Speech Topic Title of Event/Conference Media Event Location Travel Office Event Sponsor Request Status (OPA) Speaker Relationship

Executive 
Director

Trust Travel 
Programs

On the Ground 
Conference

Future Travel 
Experience

Form not 
submitted

Import 
Specialist

Grade 
13 or 
below

8/31/2017 International 
Trade

Trade Day TBD Columbus Yes OFO CBP/CEE 
AGriculture & 
Prepared Products, 
CEE

N/A No

MCALEENAN, KEVIN K Acting C1 SES 8/23/2017 Border 
Security

Annual Conference TBD TX Commissioner's 
Office

Texas Brokers and 
Freight Forwarders 
Association

N/A No

Director Grade 
14

8/23/2017 Maritime 
Operations 
and Systems 
Integration

Maritime ISR Summit TBD FL Yes AMO IQPC Form not 
submitted

No

Multiple 
Speakers

Grade 
14

8/23/2017 International 
Trade

Trade Day: Detroit 
Field Office

TBD MI Yes OFO CBP Form not 
submitted

No

VITIELLO, RONALD D (USBP) Acting Deputy 
Commissioner

SES 8/23/2017 Border 
Security

Training Conference TBD MI Yes Commissioner's MELOA N/A No

NEUHART, VALARIE M Acting Director Grade 
15

8/23/2017 Commercial Customs 
Operations Advisory 
Committee (COAC) 
Public Meeting

Local Media CA Yes No

MCALEENAN, KEVIN K Acting 
Commissioner

SES 8/22/2017 Annual Conference TBD NV Yes Office of 
Commissioner

National Native 
American Law 
Enforcement 
Association

N/A No

CBPSPEAKS Multiple 
Speakers

Grade 
14

8/16/2017 International 
Trade

6th Annual Trade Day TBD Detroit No OFO CBP/Detroit Field 
Office

N/A No

Information 
Technology 
Specialist

Grade 
14

8/16/2017 International 
Trade

Port of Dallas Trade 
Day

TBD Dallas/Forth 
Worth

Yes OT Port of Dallas/Fort 
Worth

Form not 
submitted

No

BELL, AFRICA Director Grade 
15

8/8/2017 International 
Trade

CEE 101 TBD TBD, could 
be remote

No OFO St. Louis 
Compliance 
Practitioners

Approved by DHS 
Speakers Bureau

No

SWANSON, JAMES

DELANSKY, WILLIAM S

HATFIELD, AMY E

AVERY-PAGE, CLAIRE R.

Multiple 
Speakers

Grade 
15

8/7/2017 International 
Trade

Annual Conference TBD CA Yes OFO Global Trade 
Educational 
Conference

Pending DHS 
Speakers Bureau 
Review

No

Information 
Technology 
Specialist

Grade 
14

8/7/2017 International 
Trade

Conference TBD CA Yes OT Global Trade 
Educational 
Conference (GTEC)

Form not 
submitted

No

Senior 
Scientist

Grade 
13 or 
below

8/6/2017 Professional 
Techniques 
Workshop

Advanced Digital 
Processing of 
Evidentiary 
Photography

Local Media GA Yes LSSD International 
Association for 
Identification

Approved by DHS 
Speakers Bureau

Yes

Supervisory 
Import 
Specialist

Grade 
14

8/4/2017 International 
Trade

Trade Day TBD Miami No CBP/OFO N/A No

MCALEENAN, KEVIN K Acting 
Commissioner

SES 7/29/2017 Border 
Security

Annual Conference Local 
Media,National 
Media

GA Yes Commissioner's NOBLE N/A No
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Speaker's Name Job Title Grade Date of Speech Speech Topic Title of Event/Conference Media Event Location Travel Office Event Sponsor Request Status (OPA) Speaker Relationship

WAGNER, JOHN P DEAC SES 7/28/2017 Travel Biometrics for 
Government and Law 
Enforcement 
International Summit

TBD DC No OFO Institute for 
Defense and 
Government 
Advancement 
(IDGA)

Form not 
submitted

No

HALL, CHRISTOPHER J Assistant 
Commissioner

SES 7/26/2017 Leadership CBP Office of Chief 
Counsel Senior 
Leadership Forum

Closed to 
Media

PA Yes OTD CBP/OCC N/A Yes

BAKER, PAUL Deputy 
Assistant 
Commissioner 

Grade 
15

7/26/2017 Developing 
Leaders

CBP Resiliency and 
Mentoring Symposium 

Closed to 
Media

TX Yes 202-325-7100 RGV Sector N/A No

TOMBE, WOLF Chief 
Technology 
Officer

SES 7/25/2017 Information 
Technology

Connected 
Government

TBD DC No OIT FCW Cancelled No

Supervisory 
Import 
Specialistg

Grade 
14

7/25/2017 International 
Trade

Conference TBD PA Yes OFO Supply CHain 
Operations & 
Compliance in 
Pharmaceuticals

Form not 
submitted

No

PROVOST, CARLA (USBP) Acting Chief SES 7/25/2017 Women in 
BP

Women in Border 
Patrol

Local 
Media,National 
Media

NM Yes USBP CBP/BP Academy N/A No

Multiple 
Speakers

Grade 
13 or 
below

7/24/2017 International 
Trade

Advanced Workshop 
on Origin 
Determinations

Closed to 
Media

DC No OT & INA U.s. Department of 
Commerce

Approved No

MILLS, THOMAS J ACTING 
EXECUTIVE 
DIRECTOR

Grade 
15

7/20/2017 Information 
Technology

Mobility Solutions In 
Government 2017 
--FEDERAL EXECUTIVE 
FORUM

Local 
Media,National 
Media,Interview 
Requested by 
Event Sponsor

DC No OIT Federal Executive 
Forum: Trezza 
Media Group 
-FederalNewsRadio

Approved by DHS 
Speakers Bureau

No

SAUNDERS, IAN C. Acting 
Assistant 
Commissioner

SES 7/20/2017 Border 
Security

Conference International 
Media,TBD

Lima, Peru Yes INA WCO Form not 
submitted

No

Attorney-
Advisor

Grade 
14

7/20/2017 Trade U.S. 337 Investigation 
Technical Seminar

Closed to 
Media

DC No OT Ministry of 
Commerce, Trade 
Remedy and 
Investigation 
Bureau People's 
Republic of China

Approved by DHS 
Speakers Bureau

No

SMITH, BRENDA BROCKMAN EAC SES 7/20/2017 International 
Trade

Roundtable Local 
Media,National 
Media

AR Yes OT WTC Form not 
submitted

No

BORKOWSKI, MARK S Assistant 
Commissioner

SES 7/19/2017 Procurement The Video Vortex: 
Using Surveillance to 
Improve Homeland 
Security

Closed to 
Media

VA No ES MeriTalk Cancelled No

PITOTTI, STEPHEN J Executive 
Director

SES 7/19/2017 Border 
Security

Executive Briefing Closed to 
Media

DC No ES Homeland Security 
& Defense 
Business Council

Approved by DHS 
Speakers Bureau

No

WAGNER, JOHN P DEAC SES 7/18/2017 Travel Annual Conference TBD MA Yes Commissioner Global  Business 
Travel Association 
(GBTA)

Delegated No

Multiple 
Speakers

Grade 
14

7/18/2017 International 
Trade

Bidirectional 
Education Forum with 

TBD Santa Clara No OFO CompTIA Form not 
submitted

No
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Speaker's Name Job Title Grade Date of Speech Speech Topic Title of Event/Conference Media Event Location Travel Office Event Sponsor Request Status (OPA) Speaker Relationship

CBP and CEE 
Electornics Center

CBPSPEAKS TBD SES 7/18/2017 International 
Trade

ITAC/SSCC TBD DC No OT National Retail 
Federation

Delegated No

BARLOW, RICHARD A Chief Patrol 
Agent

SES 7/12/2017 Border 
Security

Trans-Border 
Opportunities 
Certificate Program

TBD CA No USBP Univ. of San 
Diego / Joan B. 
Kroc School of 
Peace Studies

Approved by DHS 
Speakers Bureau

No

Assistant 
Director

Grade 
14

7/11/2017 Trade Centers for Excellence 
and Expertise (CEE) 
Presentation

Closed to 
Media

NY Yes OFO Sandler, Travis, 
Rosenburg

Approved by DHS 
Speakers Bureau

No

TANCIAR, DANIEL P Deputy 
Executive 
Director

Grade 
15

7/11/2017 Border 
Security

Third Annual AAAE 
Airport Innovation 
Forum

Closed to 
Media

WA Yes PPAE American 
Association of 
Airport Executives 
(AAAE)

Approved by DHS 
Speakers Bureau

Yes

Supervisory 
Import 
Specialist

Grade 
14

7/11/2017 International 
Trade

New England 2017 TBD Boston Yes OFO Clinical Rail Supply Form not 
submitted

No

SMITH, BRENDA BROCKMAN EAC SES 7/4/2017 Border 
Security

Conference International 
Media,TBD

Belgium Yes OT WCO and B5 Delegated No

CBPSPEAKS TBD Grade 
14

6/29/2017 International 
Trade

Annual Conference TBD NV Yes OT/OTR/OFO World Academy Pending CBP 
Speaks Review

No

GIBSON, VINCENT Acting 
Executive 
Director for 
the 
Procurement 
Directorate

SES 6/29/2017 Border 
Security

Security Industry 
Association (SIA) 
GovSummit

TBD DC No ES Security Industry 
Association (SIA) 
GovSummit

Approved by DHS 
Speakers Bureau

No

TANCIAR, DANIEL P Deputy 
Executive 
Director

Grade 
15

6/29/2017 Border 
Security

SIA Govenment 
Summit 

Local 
Media,Trade 
press

DC No PPAE Security Industry 
Association

Approved by DHS 
Speakers Bureau

No

Program 
Manager

Grade 
14

6/29/2017 Aviation Government Forum TBD DC No AMO Security Industry 
Association

Form not 
submitted

No

VITIELLO, RONALD D (USBP) Acting C2 SES 6/28/2017 Border 
Security

Conference TBD DC No Commissioner's Business Council 
For International 
Understanding

Delegated No

WHITTENBURG, CYNTHIA F DEAC SES 6/27/2017 Aviation Annual Meeting Closed to 
Media,TBD

DC No Express 
Association of 
America

Delegated No

RODRIGUEZ, CARLOS R Information 
Technology 
Specialist

Grade 
15

6/27/2017 International 
Trade

CESAC Closed to 
Media

Riverdale OT CBP N/A No

BURLEY, LISA 6/27/2017 Trade DC No OT Innovation Forum No
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Speaker's Name Job Title Grade Date of Speech Speech Topic Title of Event/Conference Media Event Location Travel Office Event Sponsor Request Status (OPA) Speaker Relationship

MALMO, JERRY A Multiple 
speakers

Grade 
15

How business can 
tackle forced labor 
and human trafficking 

Closed to 
Media

Approved by DHS 
Speakers Bureau

Multiple 
Speakers

Grade 
14

6/27/2017 International 
Trade

Correct Procedures 
For Imorting A Vehicle 
to the U.S.

TBD NY No OFO New York State 
Auto Dealers 
Association

Approved No

Supply Chain 
Security 
Specialist, 
Customs-
Trade 
Partnership, 
OFO

Grade 
13 or 
below

6/27/2017 International 
Trade, Cargo 
Security, 
Anti-
Terrorism, 
Trusted 
Trader 
Programs

International Cargo 
Security from the 
Point of Origin into 
the U.S.

n/a FL Yes OFO Mid-Florida 
Freezer 
Warehouses; 
Dennick 
FruitSource, LLC

Approved by DHS 
Speakers Bureau

No

Port Director Grade 
14

6/27/2017 Recruitment U.S. Port of Entry 
Safety Workshop

TBD TX No OFO University of 
Incarnate Word

Approved No

HIGHSMITH, ANNMARIE (OCC) Deputy Chief 
Counsel

SES 6/27/2017 International 
Trade

CITBA Annual 
Conference 

Closed to 
Media

DC No OCC CITBA Pending DHS 
Speakers Bureau 
Review

No

Multiple 
Speakers

Grade 
14

6/27/2017 Pharm CEE Outreach TBD NY Yes OT and OFO CBP N/A No

CBPSPEAKS TBD Grade 
15

6/26/2017 International 
Trade

Panel on Current 
Efforts To Battle 
Counterfeit in U.S. 
Marketplace

Closed to 
Media

VA No OT Bar Association of 
DC

Pending CBP 
Speaks Review

No

MADDEN, JAMES T Field Director Grade 
15

6/26/2017 International 
Trade

RA Broker Validation 
Activities

Closed to 
Media

webinar No OT Office of Trade 
Relations and 
Office of the 
Commissioner

Approved No

Supply Chain 
Security 
Specialist, 
Customs-
Trade 
Partnership, 
OFO

Grade 
13 or 
below

6/23/2017 International 
Trade, Cargo 
Security, 
Trusted 
Trader 
Programs

Advanced Level 
C-TPAT for Brokers 
Training

N/A FL No C-TPAT Miami KCI Customs 
Brokers, Inc. (CHB 
& FF)

Approved by DHS 
Speakers Bureau

No

HUFFMAN, BENJAMINE C Chief Grade 
15

6/22/2017 Immigration 
Policy

Annual Conference 
AC17, June 21-24, 
2017

TBD LA Yes OFO American 
Immigration 
Lawyers 
Association

Approved by DHS 
Speakers Bureau

No

MALMO, JERRY A

KENDRICK, THOMAS J

Multiple 
Speakers

Grade 
15

6/22/2017 Trade Forced Labour and 
Human Trafficking

TBD DC No OT Innovation Forum 
UK

Approved by DHS 
Speakers Bureau

No

Chief Sup. Ag. 
Splst.

Grade 
14

6/22/2017 Recruitment Ag Discovery Program TBD TX No OFO Texas A&M 
University/Prairie 
View A&M 
University

Approved No

SCHMELZINGER, LIZ Director Grade 
15

6/22/2017 International 
Trade

96th Annual 
Conference

TBD Austin Yes OFO AAEI Form not 
submitted

No

MCALEENAN, KEVIN K Acting C1 Grade 
15

6/21/2017 International 
Trade

Annual Conference 
(June 19-21, 2017) 
"NextGen" Building 
Frictionless Trade for 
the 21st Century

Local 
Media,National 
Media

TX Yes Office of 
Commissioner

AAEI N/A No
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Placements for U.S. Customs and Border Protection Office of Public Affairs - Visual Communications D

Date Placed Asset Title Asset ID Type Category Unit

7/23/17 18:37
DHS Secretary Kelly Press Conference on 
New Executive Order 507663Video Briefings USCBP

7/23/17 7:12Know Before You Go (Spanish) 392434Video PSA USCBP
7/23/17 7:12Know Before You Visit (English) 392439Video PSA USCBP

7/21/17 21:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 21:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 20:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 20:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 19:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 19:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 19:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:38CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:38CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP
7/21/17 18:37CBP Chula Vista facility 150656Video B-Roll USCBP

7/21/17 10:10
DHS Secretary Kelly Press Conference on 
New Executive Order 507663Video Briefings USCBP

7/20/17 18:09
DHS Secretary Kelly Press Conference on 
New Executive Order 507663Video Briefings USCBP

7/20/17 2:13

U.S. Customs & Border Protection 
Operations Are Back to Normal In Newark 
International Airport 160210Video B-Roll USCBP

7/20/17 0:43

U.S. Customs & Border Protection 
Operations Are Back to Normal In Newark 
International Airport 160210Video B-Roll USCBP

7/20/17 0:43

U.S. Customs & Border Protection 
Operations Are Back to Normal In Newark 
International Airport 160210Video B-Roll USCBP

7/20/17 0:20

U.S. Customs & Border Protection 
Operations Are Back to Normal In Newark 
International Airport 160210Video B-Roll USCBP

7/19/17 19:24

U.S. Customs & Border Protection 
Operations Are Back to Normal In Newark 
International Airport 160210Video B-Roll USCBP

7/19/17 1:06CBP UAS Guardian B-Roll 142987Video B-Roll USCBP
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7/18/17 22:06Otay Mesa B-Roll 451586Video B-Roll USCBP
7/17/17 8:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 7:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 6:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 6:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 6:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 5:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 5:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 5:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 5:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 5:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP
7/17/17 2:40CBP Chula Vista facility 150656Video B-Roll USCBP

7/16/17 9:17
CBP Predator-B Unmanned Aircraft Tracks 
Drugs Smugglers 157423Video B-Roll USCBP
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ivision: July 16 2017 - July 24 2017

Journalist Asset Location Outlet Name Outlet Location

Washington, DC, US WZDC US
DC, US TVN24 PL
DC, US TVN24 PL
Chula Vista, CA, US KDTV-TV San Francisco, CA, US
Chula Vista, CA, US KMEX-TV Los Angeles, CA, US
Chula Vista, CA, US KTVW-TV Phoenix, AZ, US
Chula Vista, CA, US KVYE-TV Yuma , AZ, US
Chula Vista, CA, US KINT US
Chula Vista, CA, US KLUZ-TV Albuquerque, NM, US
Chula Vista, CA, US KCEC-TV Denver, CO, US
Chula Vista, CA, US WFDC-TV Washington, DC, US
Chula Vista, CA, US WUVC US
Chula Vista, CA, US KUVN-TV Dallas, TX, US
Chula Vista, CA, US WXTV-TV New York, NY, US
Chula Vista, CA, US WUVG-TV Atlanta, GA, US
Chula Vista, CA, US WQHS US
Chula Vista, CA, US WGBO US
Chula Vista, CA, US WVEN-TV Altamonte Springs, FL, US
Chula Vista, CA, US KNVO US

Washington, DC, US KVEA-TV Los Angeles, CA, US

Washington, DC, US KTVW-TV Phoenix, AZ, US

Newark Airport, NJ, US RAI News 24 IT

Newark Airport, NJ, US RAI 3 IT

Newark Airport, NJ, US RAI News 24 IT

Newark Airport, NJ, US RAI News 24 IT

Newark Airport, NJ, US RAI Uno IT
Washington, DC, US KTVW-TV Phoenix, AZ, US
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Otay Mesa, CA, US WGEN
Chula Vista, CA, US KDTV-TV San Francisco, CA, US
Chula Vista, CA, US KVYE-TV Yuma , AZ, US
Chula Vista, CA, US KINT US
Chula Vista, CA, US KCEC-TV Denver, CO, US
Chula Vista, CA, US KLUZ-TV Albuquerque, NM, US
Chula Vista, CA, US WUVC US
Chula Vista, CA, US WLTV-TV Miami, FL, US
Chula Vista, CA, US WQHS US
Chula Vista, CA, US WVEN-TV Altamonte Springs, FL, US
Chula Vista, CA, US KNVO US
Chula Vista, CA, US KINT US
Chula Vista, CA, US WGBO US
Chula Vista, CA, US WUVG-TV Atlanta, GA, US
Chula Vista, CA, US KMEX-TV Los Angeles, CA, US
Chula Vista, CA, US KXLN-TV Houston, TX, US
Chula Vista, CA, US KNVO US

TX, US N24 DE
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Showname Audience Source

Noticias Telemundo fin de semana View MP4
Dokument w TVN 24 1,163,864 View MP4
Dokument w TVN 24 1,163,864 View MP4
Noticiero UnivisiÃ³n 68,802 View MP4
Noticiero UnivisiÃ³n 305,538 View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n 2,678 View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n 52,125 View MP4
Noticiero UnivisiÃ³n 16,600 View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n 309,563 View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4
Noticiero UnivisiÃ³n View MP4

Un nuevo dÃa 126,557 View MP4

Noticias UnivisiÃ³n Arizona View MP4

News da 15 1,000,000 View MP4

RAI News 24 3,825,231 View MP4

News 1,000,000 View MP4

News + Rassegna Stampa 1,000,000 View MP4

Tg1 Notte 9,906,951 View MP4
Noticias UnivisiÃ³n Arizona View MP4
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Hechos Miami 8 View MP4
Noticiero UnivisiÃ³n: Fin de semana 68,802 View MP4
Noticiero UnivisiÃ³n: Fin de semana 2,678 View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: Fin de semana 52,125 View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: EdiciÃ³n nocturna 108,738 View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Noticiero UnivisiÃ³n: Fin de semana View MP4
Nosotros los guapos View MP4
Nosotros los guapos View MP4
Noticiero UnivisiÃ³n: Fin de semana 305,538 View MP4
Nosotros los guapos 181,524 View MP4
Nosotros los guapos View MP4

Drohnen - Ferngesteuerte Flugobjekte 838,296 View MP4
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OPA Week At A Glance
July 17-23, 2017

Media COMMS & OUTREACH VIS COMMS

Press Releases CBP.Gov Flickr
Field 26 Visits 721,848 New Uploads 82
National 0 Page Views 1,926,411 Weekly Views 79,231

CBPnet DVIDS
Twitter (HQ) Visits N/A Downloads 36

Tweets 23 Page Views N/A
Media Distro and 
Placement 46

New Followers 943 CBP Speaks
Total Followers 153,174  

Approved 22
Twitter (Field) 

Tweets 95
New Followers 935
Total Followers 50,277

Instagram
Posts 2
New Followers 117
Total Followers 17,999

Top 3 Interests and Trends:
CBP.gov Flicker

1. Travel: Trusted Traveler: Global Entry 
(www.globalentry.gov)                        
2.  Homepage                                                                   
3.  Travel: Trusted Traveler: Global Entry 
How to Apply 

1.  U.S. Customs and Border Protect on, 
Air and Marine Operations, Tethered 
Aerostat Radar System (TARS), Eag e 
Pass, TX.                                                         
2. OFO Operations at Boston Logan 
International Airport and Cargo 
Shipment Inspections.                                                
3. Port of Entry - World Trade Crossing 
International Bridge.
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From:               
                        
                        
To:                 
                       
                       
Cc:

Subject:             FW: The Key West Citizen covers TARS and TML
Date:                 Mon Jul 24 2017 17:16:11 EDT
Attachments:     Citizen071617.pdf
                          CWEmbed1.unknown
                          CWEmbed2.unknown
                          CWEmbed3.unknown
                          CWEmbed4.unknown
                          CWEmbed5.unknown
                          CWEmbed6.unknown
                          CWEmbed7.unknown
                          CWEmbed8.unknown
                          CWEmbed9.unknown
                          CWEmbed10.unknown
                          CWEmbed11.unknown
                          CWEmbed12.unknown
                          CWEmbed13.unknown
                          CWEmbed14.unknown
                          CWEmbed15.unknown
                          CWEmbed16.unknown
                          CWEmbed17.unknown
                          CWEmbed18.unknown
                          CWEmbed19.unknown
                          CWEmbed20.unknown
                          CWEmbed21.unknown
                          CWEmbed22.unknown
                          CWEmbed23.unknown
                          CWEmbed24.unknown
                          CWEmbed25.unknown
                          CWEmbed26.unknown
                          CWEmbed27.unknown
                          CWEmbed28.unknown
                          CWEmbed29.unknown
                          CWEmbed30.unknown
                          CWEmbed31.unknown
                          CWEmbed32.unknown
                          CWEmbed33.unknown
                          CWEmbed34.unknown
                          CWEmbed35.unknown
                          CWEmbed36.unknown
                          CWEmbed37.unknown
                          CWEmbed38.unknown
                          CWEmbed39.unknown
                          CWEmbed40.unknown
                          CWEmbed41.unknown
                          CWEmbed42.unknown

Bcc:

Page 5678 of 6020

CBP FOIA 005302

(b) (6), (b) (7)(C)

(b) (6), (b) (7)(C)
















